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UNITED STATES INTERNATIONAL TRADE COMMISSION -
Washington, D.C. 20436 '

In the Matter of

SYSTEMS FOR DETECTING AND
REMOVING VIRUSES OR WORMS,
COMPONENTS THEREOF, AND
PRODUCTS CONTAINING SAME

Inv. No. 337-TA-510
Consolidated Enforcement and
Advisory Opinion Proceeding

COMMISSION DETERMINATION NOT TO REVIEW AN INITIAL
DETERMINATION TERMINATING THE CONSOLIDATED ENFORCEMENT AND
" ADVISORY OPINION PROCEEDING; RESCISSION OF THE LIMITED EXCLUSION
ORDER AND CEASE AND DESIST ORDER ISSUED IN THE UNDERLYING
INVESTIGATION; VACATUR OF A SUMMARY INITIAL DETERMINATION
ISSUED IN THE CONSOLIDATED ENFORCEMENT AND ADVISORY OPINION
PROCEEDING

. AGENCY: U.S. International Trade Commission.
ACTION: Notice.

SUMMARY: Notice is hereby given that the U.S. International Trade Commission has
determined not to review an initial determination (“ID”) issued by the presiding administrative
law judge (“ALJ”) terminating the above-captioned proceeding. The Commission has also ‘
determined to rescind the limited exclusion and cease and desist orders previously issued in the
underlying investigation and to vacate a summary ID previously issued in the proceeding.

FOR FURTHER INFORMATION CONTACT: Timothy P. Monaghan, Esq., Office of the
General Counsel, U.S. International Trade Commission, 500 E Street, S.W., Washington, D.C.
20436, telephone 202-205-3152. Copies of the public version of the ID and all nonconfidential
documents filed in connection with this investigation are or will be available for inspection .
during official business hours (8:45 a.m. to 5:15 p.m.) in the Office of the Secretary, U.S.
International Trade Commission, 500 E Street, S.W., Washington, D.C. 20436, telephone 202-
205-2000. Hearing-impaired persons are advised that information on this matter can be obtained
by contacting the Commission's TDD terminal on 202-205-1810. General information
concerning the Commission may also be obtained by accessing its Internet server



(http //www.usitc.gov). The public record for this 1nvest1gat10n may be v1ewed on the
Commission's electronic docket (EDIS) at http://edis.usitc.gov.

SUPPLEMENTARY INFORMATION: This investigation was instituted by the Commission
on June 3, 2004, based on a complaint filed by Trend Micro Inc. (“Trend Micro™) of Cupertino,
California under section 337 of the Tariff Act of 1930, 19 U.S.C. § 1337. 69 Fed. Reg. 32044-45
(June 8, 2004). The complaint alleged violations of section 337 in the importation into the :
United States, the sale for importation into the United States, or the sale within the United States

~ after importation of certain systems for detecting and removing computer viruses or worms,
components thereof, and products containing same by reason of infringement of claims 1-22 of
U.S. Patent No. 5,623,600 (“the ‘600 patent™). The notice of investigation named Fortinet, Inc.,
of Sunnyvale, California (“Fortinet”) as the sole respondent.

On May 9, 2005, the ALJ issued his final ID in this investigation finding a violation of
section 337 based on his findings that claims 4, 7, 8, and 11-15 of the ‘600 patent are not invalid
or unenforceable, and are infringed by respondent’s products. On July 8, 2005, the Commission
issued notice that it had determined not to review the ALJ’s final ID on violation, thereby finding
a violation of section 337. 70 Fed. Reg. 40731 (July 14, 2005). The Commission also requested
briefing on the issues of remedy, the public interest, and bonding. /d. Submissions on the issues
of remedy, the public interest, and bonding were filed by all parties. On August 8, 2005, the
Commission terminated the investigation, and issued a limited exclusion order and a cease and
desist order covering respondent’s systems for detecting and removing computer viruses or
worms, components thereof, and products containing same that infringe claims 4, 7, 8, and 11-15
of the ‘600 patent.

On September 13, 2005, complainant Trend Micro filed a complaint for enforcement of
the Commission's remedial orders. On October 7, 2005, the Commission determined to institute
a formal enforcement proceeding to determine whether Fortinet was in violation of the
Commission’s cease and desist order issued in the investigation and what, if any, enforcement
measures were appropriate. 70 Fed. Reg. 76076 (December 22, 2005).

On October 26, 2005, Fortinet filed a request for an advisory opinion under Commission
rule 210.79, 19 C.F.R. § 210.79, that would declare that Fortinet’s anti-virus “FortiGate”
products incorporating Fortinet’s newly redesigned anti-virus software does not infringe claims
4,7, 8, and 11-15 of the ‘600 patent and, therefore, is not covered by the Commission’s cease
and desist and limited exclusion orders, issued on August 8, 2005. On December 16, 2005, the
Commission determined to institute an advisory opinion proceeding to determine whether
Fortinet’s redesigned anti-virus software infringes the asserted claims of the ‘600 patent.

On January 11, 2006, the presiding ALJ consolidated the enforcement proceeding and
advisory opinion proceeding.

On December 16, 2005, Trend Micro moved for summary determination that Fortinet had



violated sections III(B), III(D), and III(E) of the cease and desist order. On January 12, 2006, the
ALJ issued an ID (Order No. 26) granting Trend Micro’s motion for summary determination that
Fortinet violated section III(B) of the cease and desist order. On February 9, 2006, the
Commission determined not to review Order No. 26.

On December 21, 2005, Fortinet filed a request for an additional advisory opinion
concerning the so-called Clearswift license, which it later withdrew on February 15, 2006.

On January 27, 2006, Trend Micro and Fortinet entered into a settlement agreement that
resolves their dispute before the Commission. On February 14, 2006, Trend Micro and Fortinet
filed a joint motion to terminate the consolidated proceedings on the basis of the settlement
agreement. The joint motion included a petition to rescind the limited exclusion and cease and
desist orders issued in the investigation, and a petition to vacate Order No. 26. On February 27,
2006, the Commission investigative attorney filed a response in support of the joint motion to
terminate and in support of the joint petitions to rescind the limited exclusion and cease and
desist orders and to vacate Order No. 26.

On February 28, 2006, the ALJ issued an ID (Order No. 31) granting the joint motion to
terminate the consolidated enforcement and advisory opinion proceedings based on the
settlement agreement. The ALJ also recommended that the Commission rescind the limited
exclusion order and cease and desist order issued in the investigation and vacate Order No. 26.
No party petitioned for review of the ID.

The Commission has determined not to review the subject ID granting the parties’ joint
motion to terminate the consolidated enforcement and advisory opinion proceeding.

" Additionally, the Commission has determined that the parties’ settlement agreement satisfies the
requirement of section 337(k) and Commission rule 210.76(a)(1), 19 C.F.R.§ 210.76(a)(1), for
changed conditions of fact or law and has therefore issued an order rescinding the limited
exclusion order and cease and desist order previously issued by the Commission in the
underlying investigation. Finally, in view of specific terms in the settlement agreement, the
Commission has determined to vacate Order No. 26.

The authority for the Commission’s determination is contained in section 337 of the

Tariff Act of 1930, as amended (19 U.S.C. § 1337), and in sections 210:42 and 210.76 of the .
Commission’s Rules of Practice and Procedure (19 C.F.R. §§ 210.42 and 210.76).

By order of the Commission. %
R. Abbott ﬁ

Secr to the Commission

Issued: March 29, 2006






UNITED STATES INTERNATIONAL TRADE COMMISSION
Washington, D.C. 20436

In the Matter of

SYSTEMS FOR DETECTING AND Inv. No. 337-TA-510
REMOVING VIRUSES OR WORMS, Consolidated Enforcement and
COMPONENTS THEREOF, AND Advisory Opinion Proceeding

PRODUCTS CONTAINING SAME

ORDER
This investigation was instituted by the Commission on June 3, 2004, based on a

complaint filed by Trend Micro Inc. (“Trend Micro™) of Cupertino, California under section 337
of the Tariff Act of 1930, 19 U.S.C. § 1337. 69 Fed. Reg. 32044-45 (June 8, 2004). The
complaint alleged violations of section 337 in the importation into the United States, the sale for
importation into the United States, or the sale within the United States after importation of
certain systems for detecting and removing computer viruses or worms, c;)mponents thereof, and
products containing same by reason of infringement of claims 1-22 of U.S. Patent No. 5,623,600
(“the ‘600 patent”). The notice of investigation named Fortinet, Inc., of Sunnyvale, California
(“Fortinet”) as the sole respondent.

On May 9, 2005, the presiding administrative law judge (“ALJ”) issued his final initial
determination (“ID”) in the investigation finding a violation of section 337 based on his findings
that claims 4, 7, 8, and 11-15 of the ‘600 patent are not invalid or unenforceable and are infringed

by respondent’s products. On July 8, 2005, the Commission issued notice that it had determined



not to review the ALJ’s final ID on violation, thereby finding a violation of section 337. 70 Fed.
Reg. 40731 (July 14, 2005). The Commission also requested briefing on the issues of remedy,
the public interest, and bonding. /d. Submissions on the issues of remedy, the public interest,
and bonding were filed by all parties. On August 8, 2005, the Commission terminated the
investigation, and issued a limited exclusion order and a cease and desist order covering
respondent’s systems for detecting and removing computer viruses or worms, components
thereof, and products containing same that infringe claims 4, 7, 8, and 11-15 of the ‘600 patent.

On September 13, 2005, complainant Trend Micro filed a complaint for enforcement of
the Commission's remedial orders under Commission rule 210.75(b), 19 C.F.R. § 210.75(b). On
October 7, 2005, the Commission determined to institute formal enforcement proceedings to
determine whether Fortinet was in violation. of the Commission’s cease and desist order issued in
the investigation and what, if any, enforcement measures were appropriate.

On October 26, 2005, Fortinet filed a request for an advisory opinion under Commission
rule 210.79, 19 C.F.R. § 210.79, that would declare that Fortinet’s anti-virus “FortiGate”
products incorporating Fortinet’s newly redesigned anti-virus software do not infringe claims 4,
7, 8, and 11-15 of the ‘600 patent and, therefore, are not covered by the Commission’s remedial
orders issued on August 8, 2005. On December 16, 2005, the Commission determined to
institute an advisory opinion proceeding to determine whether Fortinet’s redesigned anti-virus
software infringes the asse:rted claims of the ‘600 patent. On January 11, 2006, the presiding -

ALJ consolidated the enforcement and advisory opinion proceedings.
On December 16, 2005, Trend Micro moved for summary determination that Fortinet

violated sections III(B), III(D), and III(E) of the cease and desist order. On January 12, 2006, the



ALJ issued an ID (Order No. 26) granting Trend Micro’s motion for summary determination that
Trend Micro had established that Fortinet violated section III(B) of the cease aﬁd desist order.
On February 9, 2006, the Commission determined not to review Order No. 26.

On January 27, 2006, Trend Micro and Fortinet entered into a settlemcnt agreement that -
resolves their dispute before the Commission. On February 14, 2006, they filed a joint motion to
terminate the combined proceedings on the basis of their settlement agreement. The joint motion
included a petition under Commission rule 210.76, 19 C.F.R. § 210.76, to rescind the remedial
orders issued in the investigation, and a petition to vacate Order No. 26. On February 27, 2006,
the Commission investigative attorney filed a response in support of the joint motion to terminate
the consolidated proceedings and the joint petitions to rescind the remedial orders and to vacate
Order No. 26.

On February 28, 2006, the ALJ issued an ID (Order No. 31) granting the joint motion to
terminate the consolidated enforcement and advisory opinion proceeding based on the settlement
agreement. The ALJ also.recommended that the Commission grant the joint petition to rescind
the remedial orders issued in the investigation and the joint petition to vacate Order No. 26. No
party petitioned for review of the ID.

Having examined the ID, the Commission has determined not to review it, thereby
allowing it to become the Commission’s final determination. In addition, the Commission has
defermined that the settlement agreement between Trend Micro and Fortinet represents a changed
condition of fact or laW sufficient under section 337(k) and Commission rule 210.76(a)(1) to
support rescission of the limited exclusiop order and cease and desist order previously issued by

the Commission in the underlying investigation. The Commission has also determined that the



specific terms of the settlement agreement between Trend Micro and Fortinet support vacatur of
Order No. 26.
Accordingly, the Commission ORDERS THAT:

1. The joint petition for rescission of the limited exclusion order and cease and desist
order issued in this investigation is granted.

2. Order No. 26 is vacated.
3. The Secretary will serve this Order on the parties to this investigation and the
Secretary of the Treasury.

By Order of the Commission.

y YA

. Abbott
to the Commission

Issued: March 29, 2006



SYSTEMS FOR DETECTING AND REMOVING 337-TA-510 (CONSOLIDATED

VIRUSES OR WORMS, COMPONENTS THEREOF, ENFORCEMENT AND ADVISORY
AND PRODUCTS CONTAINING SAME OPINION PROCEEDING
CERTIFICATE OF SERVICE

I, Marilyn R. Abbott, hereby certify that the attached COMMISSION
DETERMINATION NOT TO REVIEW AN INITIAL DETERMINATION
TERMINATING THE CONSOLIDATED ENFORCEMENT AND ADVISORY
OPINION PROCEEDING; RESCISSION OF THE LIMITED EXCLUSION
ORDER AND CEASE AND DESIST ORDER ISSUED IN THE UNDERLYING
INVESTIGATION; VACATUR OF A SUMMARY INITIAL DETERMINATION
ISSUED IN THE CONDOLIDATED ENFORCEMENT AND ADVISORY
OPINION PROCEEDING, was served upon all parties via first class mail and air mail
where necessary on March 30, 2006.

. Abbott, Secretary
U.S.\ntérnational Trade Commission
500 E Street, SW Rm. 112
Washington, DC 20436

ON BEHALF OF COMPLAINTANT

TREND MICRO INCORPORATED: T.O. Kong, Esq.
. Antonio R. Sistos, Esq.
Mark G. Davis, Esq. Linda S. Smith
McDermott, Will & Emery Wilson Sonsini Goodrich & Rosati
600 - 13™ Street N.W. 650 Page Mill Road
Washington, DC 20005-3096 Palo Alto, CA 94304-1050

Keaton S. Parekh, Esq.

McDermott, Will & Emery
- 3150 Porter Drive

Palo Alto, CA 94304-1212

ON BEHALF OF RESPONDENT
FORTINET, INC:

Sturgis M. Sobin, Esq.

Miller and Chevalier Chartered '
655 Fifteenth Street, NW

Suite 900

Washington, DC 20005-5701

Kenneth B. Wilson, Esq.
Perkins Coie, LLP

180 Townsend Street, 3™ Floor
San Francisco, CA 94107






* UNITED STATES INTERNATIONAL TRADE COMMISSION

Washington, D.C.
In the Matter of
CERTAIN SYSTEMS FOR DETECTING Investigation No. 337-TA-510
AND REMOVING VIRUSES OR
WORMS, COMPONENTS THEREOF,
AND PRODUCTS CONTAINING SAME

NOTICE OF COMMISSION DECISION NOT TO REVIEW AN INITIAL
DETERMINATION GRANTING IN PART COMPLAINANT’S MOTION
FOR SUMMARY DETERMINATION OF VIOLATION

OF THE CEASE AND DESIST ORDER

AGENCY: U.S. International Trade Coﬁnnission.
ACTION:_ Notice.

SUMMARY: Notice is hereby given that the U.S. International Trade Commission has
determined not to review an initial determination (“ID”) issued by the presiding administrative
law judge (“ALJ”) granting in part complainant’s motion for summary determination that
respondent violated the cease and desist order.

FOR FURTHER INFORMATION CONTACT: Michelle Walters, Esq., Office of the
General Counsel, U.S. International Trade Commission, 500 E Street, S.W., Washington, D.C.
20436, telephone (202) 708-5468. Copies of non-confidential documents filed in connection
with this investigation are or will be available for inspection during official business hours (8:45
a.m. to 5:15 p.m.) in the Office of the Secretary, U.S. International Trade Commission, 500 E
Street, S.W., Washington, D.C. 20436, telephone (202) 205-2000. General information
concerning the Commission may also be obtained by accessing its Internet server at
http://www.usitc.gov. The public record for this investigation may be viewed on the
Commission's electronic docket (EDIS) at http://edis.usitc.gov. Hearing-impaired persons are
advised that information on this matter can be obtained by contacting the Commission’s TDD
terminal on (202) 205-1810.

SUPPLEMENTARY INFORMATION: This enforcement proceeding was instituted on
October 7, 2005, based on a complaint filed by Trend Micro, Inc. (“Trend Micro”) of Cupertino,
California. The complaint alleges that respondent Fortinet, Inc. (“Fortinet”) and its distributors
circumvented the cease and desist order issued by the Commission on August 8, 2005, by



continuing to advertise, markct, sell, and offer for sale in the United States the imported
infringing products and antivirus features of Fortinet’s infringing software.

On December 16, 2005, Trend Micro moved for summary determination that Fortinet
violates sections III(B), III(D), and HI(E) of the cease and desist order. On January 3, 2006, the
Commission investigative attorney filed a response to Trend Micro’s motion, and on January 5,
2006, respondent filed a partial opposition to the motion. On January 10, 2006, Trend Micro
moved for leave to file a reply to Fortinet’s opposition to address “false statements™ in the
opposition.

On January 12, 2006, the ALJ issued an ID granting Trend Micro’s motion for summary
- determination in part. The ALJ concluded that Trend Micro established that Fortinet violated
section ITI(B) of the cease and desist order. The ALJ based his conclusion on Fortinet’s outright
admission that it violated this section of the cease and desist order. Fortinet, however, objected
to Trend Micro’s assertion of violation with regard to sections III(D) and III(E), and the ALJ,
resolving any doubt as to the existence of a genuine issue of material fact in favor of Fortinet,
determined that Trend Micro had not established a violation of these two sections of the cease
and desist order. No petitions for review of the ID were filed.

Having examined the record of this investigation, the Commission has determined not to
review the ALJ’s ID.

The authority for the Commission’s determination is contained in section 337 of the
Tariff Act of 1930, as amended (19 U.S.C. § 1337), and in section 210.42 of the Commission’s
Rules of Practice and Procedure (19 C.F.R. § 210.42).

By order of the Commission.

Secretary to the Commission

Issued: February 9, 2006



CERTAIN SYSTEMS FOR DETECTING ‘ Investigation No. 337-TA-510
AND REMOVING VIRUSES OR WORMS, Consolidated Enforcement
COMPONENTS THEREOF, AND _ ‘ Advisory Opinion Proceeding
PRODUCTS CONTAINING SAME

CERTIFICATE OF SERVICE

I, Marilyn R. Abbott hereby certify that the attached NOTICE OF COMMISSION DECISION
NOT TO REVIEW AN INITIAL DETERMINATION GRANTING IN PART COMPLAINANT’S
MOTION FOR SUMMARY DETERMINATION OF VIOLATION OF THE CEASE AND DESIST
ORDER, was served upon the Commission Investigative Attorney, Rett Snotherly, Esq., and upon the
following parties via first class mail and air mail, where necessary on February 10, 2006.

A

[}
Marilyn R. A%ott, Secretary

U.S. International Trade Commission
500 E Street, SW, Room 112
Washington, DC 20436

For Complainant Trend Micro Inc.:

Mark G. Davis Michael A. Landra, Esq.
McDermott, Will & Emery James C. Otteson, Esq.
600 13™ Street NW, 12 Floor Wilson Sonsini Goodrich & Rosati
Washington, D.C. 20005-3096 650 Page Mill Road

Palo Alto, CA 94306

Keaton S. Parekh, Esq.
McDermott, Will & Emery
3150 Porter Drive

Palo Alto, CA 94304-1212

For Respondent Fortinet, Inc.:

Kenneth B. Wilson, Esq.
Stefani E. Shanberg, Esq.
Perkins Coie, LLP

180 Townsend Street, 3" Floor
San Francisco, CA 94107

Sturgis M. Sobin, Esq.

Leigh A. Bacon, Esq.

Miller and Chevalier Chartered
655 Fifteenth Street, NW
Washington, D.C. 20005






UNITED STATES INTERNATIONAL TRADE COMMISSION
Washington, D.C. 20436

In the Matter of

CERTAIN SYSTEMS FOR DETECTING AND Inv. No. 337-TA-510
REMOVING VIRUSES OR WORMS,
COMPONENTS THEREOF, AND PRODUCTS
CONTAINING SAME

S N N N N N N N

TERMINATION OF INVESTIGATION; ISSUANCE OF A LIMITED EXCLUSION
ORDER AND A CEASE AND DESIST ORDER

AGENCY: U.S. Interational Trade Coxﬁmission.
ACTION: Notice.

SUMMARY: Notice is hereby given that the U.S. International Trade Commission has
terminated the above-captioned investigation in which it has found a violation of the Tariff A¢t -
of 1930 and has issued a limited exclusion order and a cease and desist order

FOR FURTHER INFORMATION CONTACT: Jonathan J. Engler Esq., Office of the
General Counsel, U.S. International Trade Commission, 500 E Street, S.W., Washington, D.C..
20436, telephone 202-205-3112. Copies of the public version of the ID and all nonconfidentia}
documents filed in connection with this investigation are or will be available for inspection
during official business hours (8:45 a.m. to 5:15 p.m.) in the Office of the Secretary, U.S.
International Trade Commission, 500 E Street, S.W., Washington, D.C. 20436, telephone 202-
205-2000. Hearing-impaired persons are advised that information on this matter can be obtained
by contacting the Commission's TDD terminal on 202-205-1810. General information
concerning the Commission may also be obtained by accessing its Internet server
(http://www.usitc.gov). . The public record for this investigation may be viewed on the
Commission's electronic docket (EDIS) at http://edis.usitc.gov.

SUPPLEMENTARY INFORMATION: This patent-based section 337 investigation was
instituted by the Commission on June 3, 2004, based on a complaint filed by Trend Micro Inc.
(“Trend Micro”) of Cupertino, California. 69 Fed. Reg. 32044-45 (2004). The complaint alleged
violations of section 337 in the importation into the United States, the sale for importation into
the United States, or the sale within the United States after importation of certain systems for
detecting and removing viruses or worms, components thereof, and products containing same by



reason of infringement of claims 1-22 of U.S. Patent No. 5,623,600 (“the ‘600 patent”). The
notice of investigation named Fortinet, Inc. (“Fortinet™) of Sunnyvale, California as the sole
respondent.

'On October 12, 2004, the ALJ issued an initial determination (ID)(Order No. 6)
terminating the investigation as to claims 2, 5-6, 9-10, and 16-22 of the ‘600 patent based upon
Trend Micro’s unopposed motion to withdraw these claims. The Commission did not review
Order No. 6, hence the claims of the ‘600 patent in issue are claims 1, 3,4, 7, 8, and 11-15.

On December 14, 2004, the ALJ issued an ID (Order No. 13) granting complainant Trend
Micro’s motion for a summary determination that it satisfies the economic prong of the domesnc
industry requirement. Order No. 13 was not reviewed by the Commission.

An evidentiary hearing was held from January 24, 2005 to January 28, 2005. On March
29, 2005, a second evidentiary hearing was conducted and additional exhibits received into
evidence. '

On May 9, 2005, the administrative law judge (“ALJ”) issued his final ID finding a
violation of section 337 based on his findings that claims 4, 7, 8, and 11-15 of the ‘600 patent are
not invalid or unenforceable, and are infringed by respondent’s products. The ALJ also found
that claims 1 and 3 of the ‘600 patent are invalid as anticipated by prior art and that a domestic
industry exists. He also issued his recommended determination on remedy and bonding.

On May 20, 2005, respondent Fortinet filed a petition for review of the final ID and
" complainant Trend Micro filed a contingent petition for review. The IA did not file a petition.
.+On May 27, 2005, Fortinet filed a response to. Trend Micro’s contingent petition for review, and
Trend Micro filed a response to Fortinet’s petition for review. On June 2, 2005, the IA filed a
response to. Trend Micro and Fortinet’s petition for review.

On July 8, 2005, the Commission issued a notice indicating that it had determined not to
review the ALJ’s final ID on violation, thereby. finding a violation of section 337. 70 Fed. Reg.
40731 (July 14, 2005). The Commission also invited the parties to file written submission
regarding the issues of remedy, the public interest, and bonding, and provided a schedule for
~ filing such submissions. .

Having reviewed the record in this investigation, including the parties’ written
submissions and responses thereto, the Commission determined that the appropriate form of
relief in this investigation is a limited exclusion order prohibiting the unlicensed entry of systems
for detecting and removing viruses or worms, components thereof and products containing same
covered by claims 4, 7, 8, and 11-15 of the ‘600 patent. The order covers systems for detecting
and removing viruses or worms, components thereof and products containing same that are
manufactured abroad by or on behalf of, or imported by or on behalf of the respondent, or any of
their affiliated companies, parents, subsidiaries, or other related business entities, or their



SucCcCessors or assigns.

The Commission also determined to issue a cease and desist order prohibiting the
respondent from importing, selling, marketing, advertising, distributing, offering for sale,
transferring (except for exportation), and soliciting U.S. agents or distributors for systems for
detecting and removing viruses or worms, components thereof and products containing same.

The Commission further determined that the public interest factors enumerated in
sections 337(d)(1) and (f)(1), 19 U.S.C. §§ 1337(d)(1) and (f)(1), do not preclude issuance of
either the limited exclusion order or the cease and desist order. In addition, the Commission
determined that the amount of bond to permit temporary importation during the Presidential
review period shall be in the amount of 100 percent of the entered value of the imported articles.
The Commission’s orders and opinion in support thereof were delivered to the President on the
day of their issuance.

This action is taken under the authority of section 337 of the Tariff Act of 1930, as
amended (19 U.S.C. § 1337), and section 210.50 of the Commission's Interim Rules of Practice

and Procedure (19 C.F.R. § 210.50).
MarilyfyR
Sec:

By order of the Commission.

. Abbott
to the Commission

Issued: August 8, 2005






UNITED STATES INTERNATIONAL TRADE COMMISSION
Washington, D.C.

In the Matter of

CERTAIN SYSTEMS FOR DETECTING
VIRUSES OR WORMS, COMPONENTS Inv. No. 337-TA-510
THEREOF, AND PRODUCTS
CONTAINING SAME

LIMITED EXCLUSION ORDER |

The Commission has determined that there is a violation of section 337 of
the Tariff Act of 1930 (19 U.S.C. § 1337), as amended, in the unlawful
importation and sale by Respondent Fortinet, Inc. of certain systems for detecting
and removing viruses or worms, components thereof, and products containing
same, covered by one or more of claims 4, 7, 8, and 11-15 of U.S. Patent No.
5,623,600 owned by Complainant Trend Micro Inc.

Having reviewed the record in this investigation, including the written
submissions of the parties, the Commission has made its determination on the
issues of remedy, the public interest, and bonding. The Commission has

determined that the apprdpriate. form of relief is a limited exclusion order
prohibiting the unlicensed entry of systems for detecting and removing viruses or
worms, components thereof, and products containing same, that are manufactured
by or on behalf of, or imported by or on behalf of, Fortinet, Inc. The Commission

has further determined that the public interest factors enumerated in 19 U.S.C.



§ 1337(d) do not preclude issuance of the limited exclusion order, and that the
bond during the Presidential review period shall be in the amount of 100 percent
of the entered value of the articles in question.

Accordingly, the Commission hereby ORDERS that:

1. Systems for detecting and removing viruses or worms, components
thereof, and products containing same, covered by one or more of claims 4, 7, 8,
and 11-15 of U.S. Patent No. 5,623,600 that are embodied in a tangible medium
and manufactured abroad by or on behalf of, or imported by or on behalf of,
Fortinet, Inc., or any of its affiliated companies, parents, subsidiaries, or other
related business entities, or their successors or assigns, are excluded from entry
for consumption into the United States, entry for consumption from a foreign
trade zone, or withdrawal from a warehouse for consumption, for the remaining
term of that patent, except under license of the patent owner or as provided by
law.

2. Systems for detecting and removing viruses or worms, componénts
thereof, and products containing same and antiviral software modules that are
excluded by paragraphs 1 and 2 of this Order are entitled to entry for consumption

-into the United States, entry for consumption from a foreign trade zone, or
withdrawal from a warehouse for consumption, under bond in the amount of 100
percent of entered value pursuant to subsection (j) of section 337 of the Tariff Act

of 1930, as amended, 19 U.S.C. § 1337(j), from the day after this Order is



received by the President until such time as the President notifies the Commission
that he approves or disapproves this action but, in any event, not later than 60 days
after the date of receipt of this action.

3. In accordance with 19 U.S.C. § 1337(1), the provisions of this
Order shall not apply to systems for detecting and removing viruses or worms,
components thereof, and products containing same that are imported by and for
the use of the United States, or imported for, and to be used for, the United States
with the authorization or consent of the Government. |

4, The Commission may modify this Order in accordance with the
procedures described in section 210.76 of the Commission’s Rules of Practice and
Procedure, 19 C.F.R. § 210.76.

5. The Secretary shall serve copies of this Order upon each party of
record in this investigation and upon the Department of Health and Human
Services, the Department of Justice, the Federal Trade Commission, and the U.S.
Customs and Border Protection.

6. Notice of this Order shall be published in the Federal Register.

By Order of the Commission.

. Abbott
to the Commission

Issued: August 8, 2005






UNITED STATES INTERNATIONAL TRADE COMMISSION
Washington, D.C.

In the Matter of

CERTAIN SYSTEMS FOR DETECTING
AND REMOVING VIRUSES OR Inv. No. 337-TA-510
WORMS, COMPONENTS THEREOF,

AND PRODUCTS CONTAINING SAME

ORDER TO CEASE AND DESIST

IT IS HEREBY ORDERED THAT Fortinet, Inc., 920 Stewart Drive, Sunnyvale,
California 94085, cease and desist from conducting any of the following activities in the United
States: importing, selling, marketing, advertising, distributing, offering for sale, transferring
(except for exportation), and soliciting U.S. agents or distributors for, certain systems for
detecting and removing viruses or worms, components thereof, and products containing same,
covered by one or more of claims 4, 7, 8, and 11-15 of U.S. Patent No. 5,623,600, in violation of
section 337 of the Tariff Act of 1930, as amended, 19 U.S.C. § 1337.

L
Definitions

As used in this Order:

(A) “Commission” shall mean the United States International Trade Commission.

13)) “Trend Micro Incorporated,” “Trend Micro” or “Complainant” shall mean Trend
Micro Incorporated, 10101 De Anza Boulevard, Cupertino, California 95104.

(C) “Fortinet, Inc.,” “Fortinet,” or “Respondent” shall mean Fortinet Inc., 920 Stewart

Drive, Sunnyvale, California 94085.



(D) “Person” shall mean an individual, or any non-governmental partnership, firm,
association, corporation, or other legal or business entity other than Fortinet or its majority
owned or controlled subsidiaries, successors, or assigns.

(E) “United States” shall mean the fifty States, the District of Columbia, and Puerto
Rico.

(F) The terms “import” and “importation” refer to importation for entry for consumption
under the Customs laws of the United States.

(G) The term “covered products” shall mean: systems for detecting and removing
viruses or worms, components thereof (including software), and products containing same, that
infringe one or more of claims 4, 7, 8, and 11-15 of U.S. Patent No. 5,623,600.

II.
Applicability

The provisions of this Cease and Desist Order shall apply to Respondent and to any of its
principals, stockholders, officers, directors, employees, agents, licensees, distributors, controlled
(whether by stock ownership or otherwise) and majority-owned business entities, successors, and
assigns, and to each of them, insofar as they are engaging in conduct prohibited by Section III,
infra, for, with, or otherwise on behalf of Respondent.

II1.
Conduct Prohibited

The following conduct of Respondent in the United States is prohibited by the Order. For

the remaining term of the respective patents, Respondent shall not:

(A) import or sell for importation into the United States covered products;



(B) market, distribute, offer for sale, sell, or otherwise transfer (including electronically),
in the United States imported covered products (except for exportation);

(C) advertise imported covered products;

(D) solicit U.S. agents or distributors for imported covered products;

(E) aid or abet other entities in the importation, sale for importation, sale after
importation, transfer, or distribution of covered products; or

(F) import (including electronically) into the United States, or use, duplicate, transfer or
distribute by electronic means or otherwise, within the United States, anti-virus software that
constitutes covered product.

IV.
Conduct Permitted

Notwithstanding any other provision of this Order, specific conduct otherwise prohibited
by the terms of this Order shall be permitted if:

(A) in a written instrument, the ownér of U.S. Patent No. 5,623,600 licenses or
authorizes such specific conduct, or such specific conduct is related to the importation or sale of
covered products by or for the United States; or

(B) the conduct is limited to the provision of maintenance relgases and virus-signature
releases of Fortinet’s anti-virus software for customers that purchased their covered systems prior
to the date of issuance of this Order; of |

(C) the conduct is limited to the provision of service and replacement parts for customers

that purchased their covered systems prior to the date of issuance of this Order.



V.
Reporting

For purposes of this reporting requirement, the reporting periods shall commence on July
1 of each year and shall end on the subsequent June 30. HoWever, the first report required under
this section shall cover the period from the date of issuance of this Order through June 30, 2006.
This reporting requirement shall continue in force until such time as Respondent will have
truthfully reported, in two consecutive timely filed reports, that it has no inventory of covered
products in the United States.

Within thirty (30) days of the last day of the reporting period, Respondent shall report to
the Commission the quantity in units and the value in dollars of covered products that
Respondent has imported or sold in the United States after importation during the reporting
period and the quantity in units and value in dollars of covered products that remain in inventory
in the United States at the end of the reporting period.

Any failure to make the required report or the filing of any false or inaccurate report shall
constitute a violation of this Order, and the submission of a false or inaccurate report may. be
referred to the U.S. Department of Justice as a possible criminal violation bf 18 U.S.C. § 1001.

VL.
Record-keeping and Inspection

(A) For the purpose of securiﬁg compliance with this drder, Respondent shall ret‘ainAany
and all records relating to the sale, offer for sale, marketing, or distribution in the United States
of covéred products, made and received in the usual and ordinary course of business, whether in

detail or in summary form, for a period of three (3) years from the close of the fiscal year to



which they pertain.

(B) For the purpose of determining or securing compliance with this Order and for no
other purpose, and subject to any privilege recognized by the federal courts of the United States,
duly authorized representatives of the Commission, upon reasonable written notice by the
Commission or its staff, shall be permitted access and the right to inspect and copy in
Respondent's principal offices during office hours, and in the presence of counsel or other
representatives if Respondent so chooses, all books, ledgers, accounts, correspondence,
memoranda, and other records and documents, both in detail and in summary form as are
required to be retained by subparagraph VI(A) of this Order.

VIL
Service of Cease and Desist Order

Respondent is ordered and directed to:

(A)  Serve, within fifteen (15) days after the effective date of this Order, a copy of this
Order upon each of its respective officers, directors, managing agents, agents, and employees
who have any responsibility for the importation, marketing, distribution, or sale of imported
covered products in the United States;

(B)  Serve, within fifteen (15) days after the succession of any persons referred to in
subparagraph VII (A) of this Order, a copy of the Order upon each successor; and

(C)  Maintain such records las will show the name, titie, and address of each pel.'son
upon whom the Order has been served, as described in subparagraphs VII(A) and VII(B) of this
Order, together with the date on which service was made.

The obligations set forth in subparagraphs VII(B) and VII(C) shall remain in effect until



the date of expiration of U.S. Pa-tent No. 5,623,600.
VIIL
Confidentiality
Any request for confidential treatment of information obtained by the Commission
pursuant to Sections V and VI of this Order should be in accordance with Commission Rule
201.6, 19 C.F.R. § 201.6. For all reports for which confidential treatment is sought, Respondent
must provide a public version of such report with confidential information redacted.
IX.
Enforcement
Violation of this Order may result in any of the actions specified in section 210.75 of the
Commission's Rules of Practice and Procedure, 19 C.F.R. § 210.75, including an action for civil
penalties in accordance with section 337(f) of the Tariff Act of 1930, 19 U.S.C. § 1337(f), and
any other action as the Commission may deem appropriate. In determining whether Respondent
is in violation of this Order, the Commission may infer facts adverse to Respondent if
Respondent fails to provide adequate or timely information.
X.
Modification
The Commission may amend this Order on its own motion or in accordance with the
procedure described in section 210.76 of the Commission's Ruies of Practice and Procedﬁre, 19

C.F.R. §210.76.



XI.
Bonding

The conduct prohibited by Section III of this Order may be continued during the sixty
(60) day period in which this Order is under review by the President pursuant to section 337(j) of
the Tariff Act of 1930, 19 U.S.C. § 1337(j), subject to Respondent posting a bond of 100% of
entered value of the covered products. This bond provision does not apply to conduct that is
otherwise permitted by Section IV of this Order. Covered products imported on or after the date
of issuance of this order are subject to the entry bond as set forth in the limited exclusion order
issued by the Commission, and are not subject to this bond provision.

The bond is to be posted in accordance with the procedures established by the
Commission for the posting of bonds by complainants in connection with the issuance of
temporary exclusion orders. See Commission Rule 210.68, 19 C.F.R. § 210.68. The bond and
any accompanying documentation is to be provided to and approved by the Commission prior to
the commencement of conduct which is otherwise prohibited by Section III of this Order.

The bond is th be forfeited in the event that the President approves, or does not
disapprove within the Presidential review period, this Order, unless the U.S. Court of Appeals for
the Federal Circuit, in a final judgment, reverses any Commission final determination and vorder
as to Respondent on appeal, or unless Respondent exports the products subject to this bond or
destroys th;am and provides certificafion to that effect satisfact(;ry to the Commission. |

The bond is to be released in the event the President disapproves this Order and no
subsequent order is issued by the Commission and approved, or not disapproved, by the

President, upon service on Respondent of an order issued by the Commission based upon



application therefore made by Respondent to the Commission.

By Order of the Commission.

%M

n R. Abbott
to the Commission

Issued: August 8, 2005



CERTAIN SYSTEMS FOR DETECTING AND REMOVING VIRUSES  337-TA-510
OR WORMS, COMPONENTS THEREOF, AND PRODUCTS
CONTAINING SAME

CERTIFICATE OF SERVICE

I, Marilyn R. Abbott, hereby certify that the attached NOTICE OF TERMINATION OF
INVESTIGATIN; ISSUANCE OF A LIMITED EXCLUSION ORDER AND A CEASE
AND DESIST ORDER were served upon the Commission Investigative Attorney, Rett
Snotherly, Esq., and all parties via first class mail and certified mail where necessary on August

8, 2005.

MarAyn/R. Abbott, Secretary

U.S\ Infernational Trade Commission
500 E8treet, SW Rm 112
Washington, DC 20436

ON BEHALF OF COMPLAINTANT
TREND MICRO INCORPORATED:

Mark G. Davis, Esq.
McDermott, Will & Emery
600 - 13" Street N.W.
Washington, D.C. 20005-3096

ON _BEHALF OF RESPONDENT
FORTINET, INC.

Sturgis M. Sobin, Esq.

Miller & Chevalier

655 15™ Street, N.W.,

Suite 900

Washington, D.C. 20005-5701

Kenneth B. Wilson, Esq.
Perkins Coie, LLP

180 Towsend Street

3™ Floor

San Francisco, CA 94107

James C. Otteson, Esq.

WILSON SONSINI GOODRICH &
ROSATI

650 Page Mill Road

Palo Alto CA 94304-1050
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UNITED STATES INTERNATIONAL TRADE COMMISSION
: Washington, D.C.

In the Matter of:

CERTAIN SYSTEMS FOR DETECTING | - :
AND REMOVING VIRUSES OR Inv. No. 337-TA-510
WORMS, COMPONENTS THEREOF,

AND PRODUCTS CONTAINING SAME

COMMISSION OPINION ON REMEDY,
THE PUBLIC INTEREST, AND BONDING

BACKGROUND

This patent—based Section 337 investigation was instituted by the Commission on June 3,
2004, based on a complaint filed by Trend Micro, Inc. (“Trend Micro™) of Cupertino, California.
69 Fed. Reg. 32044-45 (2004). The complaint alleged violations of Section 337 of the Tariff Act
of 1930, 19 U.S.C. § 1337, in the importation iﬁto the United States, the sale for ifnportation into
the United States, or the sale within the United States after importation of certain systems for
detecting and removing cdmputer viruses or worms, components thereof, and products
¢ontaining same by reason of infrixigement of claims 1-22 of U.S. Patent No. 5;623,600' (“thé
600 pateﬁt”). The notice of investigation named Fortinet, Inc. (“Fortinet”) of Sunnyvale,

California as the sole respondént. Claims 1; 3,4, 7,8, and 11-15 of the ‘600 patent remained at

| issue at the time that the administrative law judge (“ALJ”) issued his final initial determination
' (‘;ID”). |

On May 9, 2005, the ALJ issued his final ID finding a violation of section 337 based on



PUBLIC VERSION

his findings that claims 4, 7, 8, and 11-15 of the ‘600 patent are not invalid or unenforceable, and
are infringed by respondent’s products. These claims cover the software module in the infringing
systems. The ALJ also found that claims 1 and 3 of the ‘600 patent are invalid as aﬁticipated by
pﬁor art and that a domestic industry exists. H;z also issued his recommended determination
(“RD”) on remedy and bonding. Petitions for review were filed by both private parties on May
20, 2005. The Commission investigative attorney. (“IA”) did not file a petition. On May 27,
2005, both privatg parties filed respohses. The IA filed a single response to both of the parties’
petitions on June 2, 2005. '

On July 8, 2005, the Commission issued a notice that it had determined not to review the
ALJY’s final ID on violation, thereby finding a violation of Section 337. 70 Fed. Reg. 40731 (July |
14, 2005). The Commission also requested lbriefmg on the issues of remedy, the public interest,
and bonding. Id. Submissions on the issues of remedy, the public interest, and bonding were
filed on July 18, 2005, by all parties. All parties filed response'submissions. on July 25, 2005.

| | DISCUSSION

L. REMEDY

Having found a violation of Section 337, we must consider the issues of remedy, the
public interest, and bonding. 19 U.S.C. §§ 1337(d) and (f). With respect to remedy, the
Commission may issue a remedial order excluding the goods of the person(s) found in violation
(a limited exclusion order) or, if certain criteria are met, against all infringing goods regardless of
the source (a general exclusion order). The Commission also has authority. to issue cease and

desist orders prohibiting conduct in violation of Section 337. See 19 U.S.C. § 1337(f). The

2
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Commission has broad discretion in selecting the form, scope and extent of the remedy in a
Section 337 proceeding, and judicial review of its choice of remedy is governed by the abuse of
discretion standard. Fuji Photo Film Co. v. United States Int’l Trade Comm’n, 386 F.3d 1095,
1106-1107 (Fed. Cir. 2004).

In this investigation, all the parties agree that the appropriate remedy is a limited
exclusion order excluding the importation of any Fortinet FortiGate products covered by the
asserted claims of the ‘600 patent. The parties disagree, however, as to whether the exclusion
order should be limited to the importation of all FortiGate products, including hardware,
components and software, or only to FortiGate hardware when combined with the infringing
software module. The parties also disagree as to whether the exclusion order should prohibit the
distribution of software maintenance releases and updates, and the importation of hardware and
related articles that would allow Fortinet to service systems purchased before the Commission
enters its order. The parties also do not agree asto whether a certification provision should be
iﬁcluded in the order, the appropriate amount of any bond during the Presidential review period,
and the appropriate scope of a cease and desist order.

Complainant Trend Micro argues that the exclusion order should cover all FortiGate

products, including hardware, software and components that do not have substantial non-
infringing uses, including components and software necessary for the repair and service of
Fortigate products that entered the United States prior to entry of the Commission’s order.
Moreover, Trend Micro argues for a cease and desist order that would prohibit any activity in the

United States relating to the infringed patent, including technical support and service.

3
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Respondent Fortinet argues that the limited exclusion should cover only the software
module that infringes the asserted claims of the ‘600 patent and not other Fortinet hardware and
software which have no nexus to the infringement. Fortinet also contends that the exclusion
order should allow Fortinet to continue to import articles necessary to service, repair, and
properly use FortiGate units imported prior to the effective date of the Commission’s orders.
With respect to the cease aﬁd desist order, Fortinet submits that the order should be limited to the
infringing antivirus software module and not other non-infringing Fortinet products, and permit
Fortinet to provide service and repair of FortiGate products imported and sold by Fortinet before
the effective date of the order.

The scope of the remedy is dependent on the scope of the investigation, which is
determined by the ﬁotice of investigation. See Certain Insect Traps, Inv. No. 337-TA-498, Order
No. 7 (April 2004). In this case, the notice of investigation identified the infringing products as
systems for detecting and removing viruses or worms, components thereof, and products
contéining same. Therefore, the scope of the investigation extends to hardware that is part of an
infringing system. Accordingly, our remedial orders cover FortiGate hardware components only
in instances where an infringing anti-virus software module is installed on the FortiGate
. hardware. We determine to issue both a limited exclusion order which prohibits the importation
of any infringing FortiGate products, including software that would result in infringement of the
‘600 patent whether alone or when combined with other Fortinet components, and a cease and
desist order directed to Fortinet prohibiting certain infringing conduct.

Our exclusion order bars the importation of infringing antiviral software in a tangible

4
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medium but, consistent with Commission practice and out of deference to the U.S. Bureau of
Customs and Border Protection (Customs), does not prohibit the electronic transmission of the
infringing software. See Certain Hardware Logic Emulation Systems and Components Thereof,
Inv. No. 337-TA-383, Comm’n Opinion at 27 (March 1998) (“Hardware Logic”)(holding that
while the Commission has the legal authority to exclude electronic transmissions, such
transmissions would not be covered by the exclusion order out of deference to Customs, which
has determined not to regulate electronic transmissioﬁs).l

We decline to include a certification provision in our limited exclusion order because
Customs is capable of determining whether imported FortiGate hardware contains the infringing
software, and there is no evidence that Fortinet imported non-infringing products prior to the
issuance of the exclusion order. Consequently, we determine that a certification provision is
neither necessary or appropriate in this case.

Our cease and desist order bars the electronic transmission of the infringing antivirus
software module by Fortinet. As the Commission noted in Hardware Logic, for a cease and
desist order not to cover electronic transmissions would allow for an obvious method of
circumvention such that the cease and desist order §vou1d be rendered “meaningless.” Hardware
Logic, Comm’n Op. at 39. We also find, consistent with Commission precedent, that a cease and

desist order is appropriate here because the record indicates that Fortinet has a commercially

! Software maintenance releases and database updates are provided to Fortinet’s
customers through electronic transmissions. See, Xie, Hearing Tr. at 1370. Thus, because the
limited exclusion order does not cover electronic submissions, it is not necessary to include a
specific provision in the exclusion order to address this exception.

5
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significant inventory of infringing product in the U.S. See Certain Crystalline Cefadroxil
Monohydrate, Inv. No. 33 7-TA-293, Comm’n Opinion at 6 (January 19, 1990). Moreover, in
view of Hardware Logic, which exempted the importation of spare parts to service products
already in the hands of respondent’s Customers, our cease and desist order also includes an
exception to allow Fortinet to provide its current customers with software maintenance releases
and virus updates to Fortinet’s virus signature database via electronic transmission. ‘The cease
and desist order also allows for the provision of service or replacement parts for customers that
purchased their covered systems prior to the date of issuance of our Order. We make these
exceptions because if Fortinet’s customers are denjed receiving software maintenance releases,
updates, services or replacement parts, the antivirus capabilities of the FortiGate products already
held by customers may be quickly become ineffective. See Certain Sortation Systems, Parts
Thereof, and Products Containing Same, Inv. No. 337-TA-460, Comm’n Op. at 20.
1L The Public Interest

Section 337(d) directs thé Commission to consider public interest factors before issuing a
remedial order, including the effect of any such remedial ofder on the “public health and welfare,
competitive conditions in the United States economy, the production of like or directly
competitive articles in the United States, and United States consumers.” 19 U.S.C. § 1337(d)
and ().

We find that there are no public interest concerns that would preclude issuance of
remedial orders in this investigation. While the protection of computer systems from viruses and

worms could be considered a matter of public welfare, no reason exists to believe that the U.S.

6
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demand for such products cannot be met by entities other than Fortinet. The fact that the
proposed orders allow for current customers of Fortinet to receive maintenance and repair
services, and to obtain maintenance releases and updates to the virus signature database further
allays any concerns of this nature. F inally, the public interest favors the protection of U.S.
intellectual property rights by excluding infringing imports.

III.  Fortinet’s Bond

Section 337(j) provides for the entry of infringing articles during the sixty (60) day
Presidential review period upon posting of a bond, and states that the bond is to be set atalevel
sufficient to “protect complainant from any injury” during the Presidential review period. 19
U.S.C. § 1337(j); see also Commission Rule 210.50(a)(3), 19 C.FR. § 210.50(a)(3).

The ALJ found that “both Fortinet and Trend Micro have numerous relevant models and
product lines,” and that “the price comparison is made more difficult by the fact that F ortinet’s
products are a combination of hardware and software while those of Trend Micro are software
only.” ID at 164. As aresult, he recommends that a bond of 100 percent of entered value of the
infringing imported products be set to permit temporary importation during the Presidential
review period. For the reasons stated by the ALJ, we determine that the amount of the temporary
importation bond provided for under section 337()(3) shall be 100 percent of the entered value
of the articles covered by the limited exclusion order. Where there is inadequate pricing
information, the Commission has traditionally set the bond at 100 percent of entered value of the
infringing imported product. See Certain Oscillating Sprinklers, Sprinkler Components, and

Nozzles, Inv. No. 337-TA-448, Limited Exclusion Order at 4 (March 2002). Fortinet has neither

7
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substantiated its assertion that a lower bond rate is appropriate given the value of the infringing

software, nor its contention that a 100% bond rate would effectively prevent the importation of

the infringing products during the Presidential review period.

By order of the Commission.

Issued: August 23, 2005



UNITED STATES INTERNATIONAL TRADE COMMISSION
"~ Washington, D.C. 20436

In the Matter of

CERTAIN SYSTEMS FOR DETECTING
AND REMOYVING VIRUSES OR
WORMS, COMPONENTS THEREOF,
AND PRODUCTS CONTAINING SAME

Inv. No. 337-TA-510

NOTICE OF COMMISSION DECISION NOT TO REVIEW A FINAL INITIAL
DETERMINATION FINDING A VIOLATION OF SECTION 337; REQUEST FOR
WRITTEN SUBMISSIONS ON THE ISSUES OF REMEDY, THE PUBLIC INTEREST,
AND BONDING

AGENCY: U.S. International Trade Commission.
ACTION: Notice.

SUMMARY: Notice is hereby given that the U.S. International Trade Commission has
determined not to review a final initial determination (“ID”) issued by the presiding
administrative law judge (“ALJ”) in the above-captioned investigation on May 9, 2005, finding a
violation of section 337 of the Tariff Act of 1930, 19 U.S.C. § 1337. Notice is also hereby given
that the Commission is requesting briefing on the issues of remedy, the public interest, and
bonding.

FOR FURTHER INFORMATION CONTACT: Jean H. Jackson, Esq., Office of the General
Counsel, U.S. International Trade Commission, 500 E Street, S.W., Washington, D.C. 20436,
telephone 202-205-3104. Copies of the public version of the ID and all nonconfidential
documents filed in connection with this investigation are or will be available for inspection
during official business hours (8:45 a.m. to 5:15 p.m.) in the Office of the Secretary, U.S.
International Trade Commission, 500 E Street, S.W., Washington, D.C. 20436, telephone 202-

* 205-2000. Hearing-impaired persons are advised that information on this matter can be obtained
by contacting the Commission's TDD terminal on 202-205-1810. General information
concerning the Commission may also be obtained by accessing its Internet server
(http://www.usitc.gov). The public record for this investigation may be viewed on the
Commission's electronic docket (EDIS) at http://edis.usitc.gov. '



SUPPLEMENTARY INFORMATION: The Commission instituted this investigation on June
3, 2004, based on a complaint filed by Trend Micro Inc. of Cupertino, California (“Trend
Micro”). 69 Fed. Reg. 32044-45 (2004). The complaint alleged violations of section 337 in the
importation into the United States, the sale for importation into the United States, or the sale
within the United States after importation of certain systems for detecting and removing viruses
or worms, components thereof, and products containing same by reason of infringement of
claims 1-22 of U.S. Patent No. 5,623,600 (“the ‘600 patent”). The notice of investigation named
Fortinet, Inc. (“Fortinet”) as the sole respondent.

On October 12, 2004, the ALJ issued Order No. 6 terminating the investigation as to
claims 2, 5-6, 9-10, and 16-22 of the ‘600 patent based upon Trend Micro’s unopposed motion to
withdraw these claims. The Commission did not review Order No. 6, hence the claims of the
‘600 patent in issue are claims 1, 3, 4, 7, 8, and 11-15.

On December 14, 2004, the ALJ issued Order No. 13 granting complainant Trend
Micro’s motion for a summary determination that it satisfies the economic prong of the domestic
industry requlrement Order No. 13 was not reviewed by the Commission.

An evidentiary hearing was held from January 24, 2005 to January 28, 2005 On March
29, 2005, a second evidentiary hearing was conducted and additional exhibits received into
evidence.

On May 9, 2005, the ALJ issued his final ID and recommended determinations on remedy

and bonding. He found a violation of section 337 based on his determinations that claims 4, 7, 8,
- 11, 12, 13, 14 and 15 of the 600 patent are not invalid or unenforceable, and that they are
infringed by respondent’s products. The ALJ also found that an industry exists that is related to
the ‘600 patent, and that the respondent has imported infringing product. The ALJ further found
that claims 1 and 3 of the ‘600 patent are anticipated by prior art.

On May 20, 2005, respondent Fortinet filed a petition for review of the final ID and
complainant Trend Micro filed a contingent petition for review. The IA did not file a petition.
On May 27, 2005, Fortinet filed a response to Trend Micro’s contingent petition for review, and
Trend Micro filed a response to Fortinet’s petition for review. On June 2, 2005, the IA filed a
response to Trend Micro’s and Fortinet’s petitions for review.

Having examined the record in this investigation, including the ALJ’s final ID, the
petitions for review, and the responses thereto, the Commission has determmed not to review the
D, thereby finding a violation of section 337.

~ In connection with the final disposition of this investigation, the Commission may issue
(1) an order that could result in the exclusion of the subject articles from entry into the United
states, and/or (2) a cease and desist order that could result in the respondent being required to
cease and desist from engaging in unfair action in the importation and sale of such articles.



Accordingly, the Commission is interested in receiving written submissions that address the form
of remedy, if any, that should be ordered. If a party seeks exclusion of an article from entry into
the United States for purposes other than entry for consumption, the party should so indicate and
provide information establishing that activities involving other types of entry are either adversely
affecting it or likely to do so. For background, see In the Matter of Certain Devices for
Connecting Computers via Telephone Lines, Inv. No. 337-TA-360, USITC Pub. No. 2843
(December 1994) (Commission Opinion).

When the Commission contemplates some form of remedy, it must consider the effects of
that remedy upon the public interest. The factors the Commission will consider include the
effect that an exclusion order and/or cease and desist orders would have on (1) the public health
and welfare, (2) competitive conditions in the U.S. economy, (3) U.S. production of articles that
are like or directly competitive with those that are subject to investigation, and (4) U.S.
consumers. The Commission is therefore interested in receiving written submissions that address
the aforementioned public interest factors in the context of this investigation.

If the Commission orders some form of remedy, the President has 60 days to approve or
disapprove the Commission's action. During this period, the subject articles would be entitled to.
enter the United States under a bond, in an amount determined by the Commission and
prescribed by the Secretary of the Treasury. The Commission is therefore interested in receiving
submissions concerning the amount of the bond that should be imposed.

WRITTEN SUBMISSIONS: The parties to the investigation, interested government agencies,
and any other interested persons are encouraged to file written submissions on the issues of
remedy, the public interest, and bonding. Such submissions should address the ALJ’s
recommended determination on remedy and bonding. Complainant and the Commission
investigative attorney are also requested to submit proposed remedial orders for the
Commission's consideration. Complainant is further requested to state the expiration date of the
‘600 patent and the HTSUS numbers under which the infringing products are imported. The
main written submissions and proposed remedial orders must be filed no later than July 18, 2005.
Response submissions must be filed no later than July 25, 2005. No further submissions will be
permitted unless otherwise ordered by the Commission.

Persons filing written submissions must file the original document and 12 true copies
thereof with the Office of the Secretary on or before the deadlines stated above. Any person
desiring to submit a document (or portions thereof) to the Commission in confidence must
request confidential treatment unless the information has already been granted such treatment
during the proceedings. All such requests should be directed to the Secretary of the Commission
and must include a full statement of the reasons why the Commission should grant such
treatment. See 19 C.F.R. § 210.5. Documents for which confidential treatment is granted by the
Commission will be treated accordingly. All non-confidential written submissions will be
available for public inspection at the Office of the Secretary.



This action is taken under the authority of section 337 of the Tariff Act of 1930, as
amended (19 U.S.C. § 1337), and sections 210.42, 210.43, and 210.50 of the Commission's
Interim Rules of Practice and Procedure (19 C.F.R. §§ 210.42, 210.43, and 210.50).

By order of the Commission.

Marilyn R. Abb
Secretary to the Cémmission

Issued: July 8, 2005
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amount of 100 percent of the entered value for any importation involving infringing products.
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L Procedural History

By notice, which issued on June 3, 2004, the Commission instituted this investigation,
pursuant to subséction (b) of section 337 of the Tariff Act of 1930, as amended, 19 U.S.C. §
1337, to determine whether there is a violation of subsection (a)(1)(B) of section 337 in the
importation into the United States, the sale for importation into the United States, or the sale
within the United States after importation of certain systems for detecting and removing viruses
or worms, components thereof, and products containing same by reason of infringement of
claims 1-22 of U.S. Patent No. 5,623,600 (the ‘600 patent) and whether an industry in the United
States exists as required by subsection (a)(2) of section 337.

The complaint was filed with the Commission on May 5, 2004 under section 337 of the
Tariff Act of 1930, as amended, 19 U.S.C. § 1337, on behalf of Trend Micro Incorporated. of
Cupertino, California (Trend Micro). Letters supplementing the complaint were filed on May 24
and June 1.! The complainant requested that the Commission institute an investigation and, after
the investigation, issue a permanent exclusion order and a permanent cease and desist order. In
the notice the Commission named as the only respondent Fortinet, Inc., 920 Stewart Drive,
Sunnyvale, California 94085 (Fortinet).

Order No. 3, which issued on July 1, 2004, set a target date of August 8, 2005 meaning

that any final initial determination on violation should be filed no later than Monday, May 9.

! On May 13, 1997, Trend Micro filed a complaint against Network Associates, Inc. in the
U.S. District Court for the Northern District of California, wherein it alleged that Network
Associates infringed the ‘600 patent. (Complainant at X.B.1. (Civil Action No. C97-20438
RMW (PVT) ENE (NAI litigation)).) The suit was dismissed pursuant to a settlement agreement
that included a license to Network Associates for the use of the ‘600 patent. (Complaint at
X .B.1.; see 35 U.S.C. Section 103 analysis, infra, for other licenses.) On May 5, 2004, Trend
Micro, also filed a complaint against Fortinet in the U.S. District Court for the Northern District
of California alleging infringement of the ‘600 patent. (Complaint at X.A.1.) The case is stayed
pending the resolution of this investigation.



" Order No. 6, which issued on October 12, 2004, terminated the investigation as to claims
2, 5-6, 9-10 and 16-22 of the ‘600 patent. The Commission, in a notice dated October 27,
determined that it would not review Order No. 6. Hence the claims of the ‘600 patent in issue
are claims 1, 3,4, 7, 8 and 11-15.

On November 17, 2004, the administrative law judge received a “Stipulation Regarding
Importation” entered into by complainant and respondent. The administrative law judge also has
received a “Stipulation Regarding Customer Support And Use Of Fortinet Products” entered into
by complainant and respondent and which was served on December 7.

Order No. 9, which issued on November 30, 2004, ordered the parties to state their
positions with supporting documentation on issues in the investigation.

Order No. 13, which issued on December 14, 2004, granted complainant’s Motion No.
510-4 for partial summary determination that complainant has satisfied the economic prong of
the domestic industry. The Commission determined not to review Order No. 13 in. a notice that
issued on January 6, 2005.

An evidentiary hearing was conducted on January 24, 25, 26, 27, 28 and 29, 2005 with
complainant, respondent and the staff participating. On January 29 the evidentiary record in the
investigation was closed and dates for post-hearing submissions set.

On January 28, 2005, respondent moved in Motion No. 510-16 for leave to: 1) take
further discovery with respect to a Normal Firewall source code; 2) to proffer the Norman
Firewall source code as documentary (and, if electronic versions of such code are obtained, a
physical exhibit containing such code) evidence; 3) to identify Kristian Bognaes as a sponsoring

witness; and 4) to take the deposition of Bognaes. In Motion No. 510-16, respondent also sought



leave to have Bognaes’ deposition (or such portions thereof as the parties designate via a joint
exhibit), and any associated documentary or physical exhibits, admitted into evidence in lieu of
live testimony under Commission rule 210.28(h); and in the alternative, if the record is closed
prior to the completion of the above discovery and proffer, to reopen the record to have admitted
into the record the source code and related discovery and testimony, as permitted by Commission
rule 210.42(g). Order No. 18, which issued on February 4, 2005, granted in part Motion No.
510-16.

On March 3, 2005, complainant filed an unopposed motion to extend the period for filing
post-hearing reply briefs and rebuttal findings of fact and conclusions of law. (Motion Docket
No. 510-17.) Motion No. 510-17 was granted on March 3. On March 8, 2005, complainant
moved to seek leave to file its rebuttals to respondent’s post-hearing findings of fact and
conclusion of law one-day late. (Motion Docket No. 510-18.) Motion No. 510-18 is granted.
Post-hearing submissions, pursuant to the post-hearing submission schedule set on January 29,
have been filed.

On March 9, 2005, respondent moved in Motion No. 519-19 for, inter alia, leave to
reopen the record and admit into the record certain material. Order No. 19, which issued on
March 15, granted Motion No. 510-19 in part which involved, inter alia, setting a second
evidentiary hearing date of March 29. On March 29 the evidentiary hearing was conducted
pursuant to Order No. 19 and additional exhibits received into evidence. Supplemental post-
hearing submissions have been filed. On April 11, complainant filed an unopposed motion to
file an errata to its rebuttal findings of fact and conclusions of law. (Motion Docket No. 510-20.)

Motion No. 510-20 is granted. Additional post-hearing submissions have been filed. The



investigation is now ready for a final initial determination on violation and recommendations on
remédy and bond.

These final initial and recommended determinations are based on the record compiled at
the hearings and the exhibits admitted into evidence in connection with the January and March
2005 evidentiary hearings. The administrative law judge has also taken into account his
observation of the witnesses who appeared before him during the hearings. Proposed findings of
fact submitted by the parties not herein adopted, in the form submitted or in substance, are
rejected as either not supported by the evidence or as involving immaterial matters and/or as
irrelevant. Certain findings of fact included herein have references to supporting evidence in the
record. Such references are intended to serve as guides to the testimony and exhibits supporting

said findings. They do not necessarily represent complete summaries of the evidence supporting

said findings.
IL Parties
See FF 1-53.

M.  Jurisdiction

The Commission has personal jurisdiction over respondent Fortinet. (CX-25 at 2.)

As for subject matter jurisdiction, Trend Micro and Fortinet have stipulated to Fortinet's
importation of certain hardware components of the accused products. (See CX-300
(Stipulation).) Thus, the parties stipulated, with respect to certain Fortinet products (designated
"Fortinet Products” in the Stipulation), that the hardware is manufactured and assembled outside
the United States (Stipulation { 3); that the Fortinet Products are sold in the United States

(Stipulation q 5); that for other Fortinet products (designated "Fortinet U.S. Products” in the



Stipulation), the FortiASIC content processing chip used in these products is imported into the
United States (Stipulation { 8); and that the Fortinet U.S. Products are sold in the United States.
(Stipulation § 11.)

With respect to the software component of the Fortinet Products, the parties stipulated
that the software is either transmitted electronically to Fortinet’s facility in the United States
(where it is installed on the hardware) or the software is installed on these products prior to their
importation into the United States (Stipulation { 4); and that, as for the Fortinet U.S. Products,
the software in those products is transmitted electronically to Fortinet’s facility in the United
States where it is installed on the hardware. (Stipulation § 10.)

Fortinet argued that the evidence shows that Fortinet’s products do not infringe the ‘600
patent and that, even if infringement were found, there are substantial non-infringing uses for the
articles imported. Hence, it argued that subject matter jurisdiction is lacking. (RBr at 20.) The
administrative law judge rejects Fortinet’s argument. In Bell v. Hood, 327 U.S. 678 (1946)
plaintiffs brought suit against the Federal Bureau of Investigation, seeking money damages based
on alleged violations of their rights under the Fourth and Fifth Amendments to the Constitution.
The District Court dismissed for lack of jurisdiction on the ground that the action did not “arise
under the Constitution or laws of the United States.” The Supreme Court reversed, holding that
since the complaint on its face clearly sought relief based on the Constitution, the District Court
must assume jurisdiction to decide whether the allegations state a claim upon which relief can be

granted. The Court concluded:

Jurisdiction, therefore, is not defeated as respondents seem to contend, by the

possibility that the averments might fail to state a cause of action on which
petitioners could actually recover. For it is well settled that the failure to state a



proper cause of action calls for a judgement on the merits and not for a dismissal

for want of jurisdiction. Whether the complaint states a cause of action on which

relief could be granted is a question of law and just as issues of fact it must be

decided after and not before the court has assumed jurisdiction over the

controversy. If the court does later exercise its jurisdiction to determine that the

allegations in the complaint do not state a ground for relief, then dismissal of the

case would be on the merits, not for want of jurisdiction.
Bell v. Hood, 317 U.S. at 682 (citations omitted) (emphasis added). In Amgen, Inc. v. United
States Int’l Trade Comm’n, 902 F.2d 1532, 1536 (Fed. Cir. 1990), the Federal Circuit specifically
found that Amgen’s complaint alleged that respondent Chugai was importing rEPO and that
rEPO was made by a process covered by a patent in issue and thus, on its face the complaint
came within the jurisdiction of the Commission; and that the fact that Amgen was later unable to
sustain those allegations was not material to the issue of jurisdiction. It then held that the
Commission should have assumed jurisdiction, and, if the facts indicated that Amgen could not
obtain relief under section 1337(a)(1)(B)(ii), the Commission should have dismissed the merits.
Based on the Stipulation, Bell and Amgen, the administrative law judge finds that there is subject
matter jurisdiction existing in this investigation.
IV.  Products In Issue

Fortinet’s products at issue are Fortinet’s FortiGate products, which have gateway-based
antivirus capabilities and are currently commercially available in the United States. (RPFF 483,

487 (undisputed).) The FortiGate products are a combination of both hardware and software

(Xie, Tr. at 1352).? Fortinet’s software, FortiOS, is the operating system that runs on the

2 Michael Xie is the chief technology officer and vice president of engineering for
respondent. He has been working at respondent for four years. (Tr. at 1346; see also FF 29-34,
36, 37.)



FortiGate units. (RPFF 490-91 (undisputed).) Specifically, the Fortinet products in issue include
the FortiGate-50, FortiGate-50A, FortiGate-60, FortiWiFi-60, FortiGate-100, FortiGate-100A,
FortiGate-200, FortiGate-200A, FortiGate-300, FortiGate-300A, FortiGate-400, FortiGate-400A,
FortiGate-500, FortiGate-500A, FortiGate-800, FortiGate-800F, FortiGate-1000, FortiGate-
40008 (chassis only, must be used in conjunction with FortiBlade-4010 to provide antivirus
capabilities), FortiGate-4000P (chassis only, must be used in conjunction with FortiBlade-4010
to provide antivirus capabilities), FortiBlade-4010, and FortiBlade-5001 (must be used in
conjunction with a chassis to proAvide antivirus capabilities, such as the FortiGate-5020,
FortiGate-5050, or FortiGate-5140) sold in the United States. (CX-300C at 1.)

The “Fortinet U.S. Products” include the FortiGate-3000, FortiGate-3600, FortiGate-
3600LX2, FortiGate-3600L.X4, FortiGate-5020 (chassis only, must be used in conjunction with
FortiBlade-5001 to provide antivirus capabilities), FortiGate-5050 (chassis only, must be used in
conjunction with FortiBlade-5001 to provide antivirus capabilities) and FortiGate-5140 (chassis
only, must be used in conjunction with FortiBlade-5001 to provide antivirus capabilities). Each
of the Fortinet U.S. Products contains the FortiASIC content processing chip (once chassis and
blade(s) are fully assembled, where applicable). Fortinet imports the FortiASIC content
processing chip into the United States prior to hardware assembly of the Fortinet U.S. Products.
The hardware for each of the Fortinet U.S. Products is assembled in the United States. Fortinet’s
software is developed outside of the United States and is transmitted electronically to Fortinet’s
United States facility, where it is installed on the hardware of the Fortinet U.S. Products. (CX-
300C.)

Trend Micro’s engineers in the United States developed Trend Micro’s internet gateway



products. (JX-010C at 12.) Trend Micro’s internet gateway product was originally named
InterScan Virus Wall (ISVW), and was later re-named InterScan Mail (Message) Security Suite
(IMSS) and InterScan Web Security Suite (IWSS). (JX-010C at 12.) InterScan VirusWall is still
on the market and is offered in different versions. (JX-010C at 13.) Trend Micro also sells other
products including, for consumers, PC-Cillin or Virus Buster, and for corporate customers,
OfficeScan. In the corporate file server, Trend Micro offers Server Protect, Incorporate Mail
Server and Scan Mail. For the domino server, Scan Mail for Domino is also offered. (JX-010C
at 14.) Trend Micro also offers hardware products called GateLock and Network Virus Wall.
(JX-0010C at 15.)

The products in issue of both Trend Micro and Fortinet include antivirus software that
involves a gateway and a computer network. Trend Micro’s first product that implemented the
concept of the ‘600 patent was called ISVW. (Chen, Tr. at 35-36.) Since that time, Trend Micro
has developed and marketed several products in the United States that embody the ‘600 patent.
(CPFF26 (undisputed).) Currently, Trend Micro’s products in the United States, include its
ISVW products for Windows NT and UNIX platforms, IMSS and IWSS. (Id.) Trend Micro’s
products are sold as software that the purchaser then combines with its own hardware. (Mitchell,
Tr. at 584.%) Fortinet’s products, on the other hand, are sold as an encased combination of
hardware and software. (See, e.g., CX-399; Lacy, Tr. at 1590.) As part of the hardware, the

accused products contain a FortiASIC chip, i.e., an “application specific integrated circuit.” (Xie,

? John Clifford Mitchell was qualified as complainant’s expert witness in the area of
computer security and computer networks. (Tr. at 450.) Mattew A. Bishop was qualified as
respondent’s expert in the area of computer networking and computer security. (Tr. at 1839.)
Leroy Paul Lacy was qualified as respondent’s expert in network security programming. (Tr. at
1589.) ‘



Tr. at 1373-74.) In addition, the accused products use an operating system Fortinet refers to as
FortiOS, and all of the accused products have one of the following three FortiOS versions:
FortiOS 2.5, FortiOS 2.8 MR6, and FortiOS 2.8 MR7. The primary difference between FortiOS
2.8 MR6 and FortiOS 2.8 MR?7 is that in version FortiOS 2.8 MR7 a “splice-disabled” mode has
been eliminated for certain FTP and SMTP transfers. (Gray, Tr. at 1534.*) When the accused
products operate in “splice-mode,” portions of the data are intermittently sent to the destination
node in order to avoid what is called “timing out” during virus detection. (CX-205; Gray, Tr. at
295; Mitchell, Tr. at 796-97.) Timing out occurs as a result of a destination node being
configured to terminate a communication if it does not receive additional information within a
certain amount of time. (Gray, Tr. at 300-01.)
V. The ‘600 Patent

The ‘600 patent, titled VIRUS DETECTION AND REMOVAL APPARATUS FOR
COMPUTER NETWORKS, has a filing date of September 26, 1995 and was issued on April 22,
1997 to Shuang Ji and Eva Chen with twenty-two claims. The ‘600 patent was originally
assigned by the inventors to Trend Micro Devices, Inc., a Chinese corporation. The U.S. Patent
and Trademark Office (PTO) issued a Notice of Assignment for this transfer of April 30, 1996.
(CX-229 at TMIO0006897.) The ‘600 patent was subsequently assigned to complainant. (See id.
at TMI00006723 (Notice of Recordation issued by the PTO on June 25, 1997).)

Claims 1 and 3 in issue are each directed to a system and read:

1. A system for detecting and selectively removing viruses
in data transfers, the system comprising:

* Gray is employed by respondent, as are Jeff Crawford and Ellery D’Souza referenced
infra. (FF 45, 47.)



a memory for storing data and routines, the memory
having inputs and outputs, the memory including a server for
scanning data for a virus and specifying data handling actions
dependent on an existence of the virus;

a communications unit for receiving and sending data in response
to control signals, the communications unit having an input and
. an output;

a processing unit for receiving signals from the memory and the
communications unit and for sending signals to the memory and
communications unit; the processing unit having inputs and outputs;
the inputs of the processing unit coupled to the outputs of memory and
the output of the communications unit; the outputs of the processing
unit coupled to the inputs of memory, the input of the communications
unit, the processor controlling and processing data transmitted through
the communications unit to detect viruses and selectively transfer data
depending on the existence of viruses in the data being transmitted;

a proxy server for receiving data to be transferred, the proxy server
scanning the data to be transferred for viruses and controlling transmissions
of the data to be transferred according to preset handing instructions and
the presence of viruses, the proxy server having a data input a data output
and a control output the data input coupled to receive the data to be trans-
ferred; and

a daemon for transferring data from the proxy server in response to control
signals from the proxy server, the daemon having a control input, a data
input and a data output the control input of the daemon coupled to the
control output of the proxy server for receiving control signals, and the data
input of the daemon coupled to the data output of the proxy server for
receiving the data to be transferred.

3. The system of claim 1, wherein the proxy server is a
SMTP proxy server that handles evaluation and transfer of
messages, and the deamon is an STMP deamon that com-
municates with a recipient node and transfers messages to
the recipient node.

Claims 4, 7-8 and 11-15 in issue are each directed to a method and read:

4. A computer implemented method for detecting viruses
in data transfers between a first computer and a second

10



computer, the method comprising the steps of:

receiving at a server a data transfer request including a
destination address;

electronically receiving data at the server;

determining whether the data contains a virus at the
server;

performing a preset action on the data using the server if
the data contains a virus;

sending the data to the destination address if the data does
not contain a virus;

transmitting the data from the server to the destination
without performing the steps of determining whether
the data contains a virus and performing a preset action
if the data is not of a type that is likely to contain a
virus.

7. The method of claim 4, wherein the step of performing
a preset action on the data using the server comprises
performing one step from the group of:
transmitting the data unchanged;
not transmitting the data; and
storing the data in a file with a new name and notifying a
recipient of the data transfer request of the new file
name.

8. The method of claim 4, wherein the step of determining
whether the data is of a type that is likely to contain a virus
is performed by comparing an extension type of a file name
for the data to a group or known extension types.

11. A computer implemented method for detecting viruses
in a mail message transferred between a first computer and

a second computer, the method comprising the steps of:

receiving a mail message request including a destination
address;

electronically receiving the mail message at a server;
- determining whether the mail message contains a virus,

the determination of whether the mail message contains
a virus comprising determining whether the mail mes-

11



sage includes any encoded portions, storing each
encoded portion of the mail message in a separate
temporary file, decoding the encoded portions of the
mail message to produced decoded portions of the mail
message, scanning each of the decoded portions for a
virus, and testing whether the scanning step found any
viruses;

performing a present action on the mail message if the mail
message contains a virus; and

sending the mail message to the destination address if the
mail message does not contains a virus.

12. The method of claim 11, wherein the step of deter-
mining whether the mail message includes any encoded
portions searches for unencoded portions.

13. A computer implemented method for detecting viruses
in a mail message transferred between a first computer and
a second computer, the method comprising the steps of:

receiving a mail message request including a destination
address; electronically receiving the mail message at a
server; scanning the mail message for encoded portions;
determining whether the mail message contains a virus;

performing a present action on the mail message if the mail
message contains a virus;

sending the mail message to the destination address if the
mail message does not contains a virus; and

wherein the step of sending the mail message to the
destination address is performed if the mail message
does not contain any encoded portions; the server
includes a SMTP proxy server and a SMTP daemon;
and the step of sending the mail message comprises
transferring the mail message from the SMTP proxy
server to the SMTP daemon and transferring the mail
message from the SMTP daemon to node having an
address matching the destination address.

12



14. The method of claim 11, wherein the step of deter-
mining whether the mail message contains a virus, further
comprises the steps of:

storing the message in a temporary file;
scanning the temporary file for viruses; and

testing whether the scanning step found a virus.

15. The method of claim 11, wherein step of scanning is
performed using a signature scanning process.

(IX-1.)

The ‘600 patent, under the heading “BACKGROUND OF THE INVENTION” and
subheading “1. Field of the Invention,” discloses that the present invention “more particularly”
relates to a system and method for detecting and removing computer viruses from file and
message transfers between computer networks. (JX-1, col. 1, Ins. 10-14.)

The ‘600 patent, under the subheading “2. Description of the Related Art” discloses:

During the recent past, the use of computers has become

widespread. Moreover, the interconnection of computers into
networks has also become prevalent.

13
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(IX-1, col. 1, Ins..15-17.) The inventors then referred to-FIG. 1 which was disclosed as “a block

~ diagram of a portion of a prior art information sysiem 20.” (JX-1, col. 1, Ins. 18-20.) FIG. 1 is as
B o . . ;
follows: -

Fig. 1 (Prior Arf)

With reference to FIG. 1, the ‘600 patent disc!oscs:

The portion of the information systém 20 shown comprises a first

network 22, a second network 24 and third network 26. This o,

information system 20 is provided only by way of example, and

those skilled in the art will realize that the information system 20.

may include any number of networks, each of the networks being

its own protected domain and having any number of nodes. As

shown in FIG. 1, €ach of the networks 22, 24, 26 is formed from a

plurality of nodes 30, 32. Each of the nodes 30, 32 is preferably a

microcomputer. The nodes 30, 32 are coupled together to form a

network by a plurality of network connections 36. For example,

the nodes 30, 32 may be connected together using a token ring - .

format, ethernet format or any of the various other formats known - .

in the art. Each of the networks 22, 24, 26 includes a node 32 that ) ' N
. acts as a gateway to link the respective network 22, 24, 26 to other

networks 22, 24, 26. Each of the gateway nodes 32'is preferably

14



coupled by a standard telephone line connection 34 such as POTS
(Plain Old Telephone Service) or a T-1 link to the other gateway
nodes 32 through a telephone switching network 28. All
communication between the networks 22, 24, 26 is preferably
performed through one of the gateway nodes 32.

(IX-1,col. 1, Ins. 19-42))

As seen from the foregoing and FIG. 1, at the time the application for the ‘600 patent was
filed on September 26, 1995, the interconnection of computers into networks, e.g., networks 22,
24, 26, had become prevalent with each network having any number of nodes, e.g., nodes 30, 32,
which were preferably microcomputers, with the nodes connected by a variety of network
connections. As seen also from the foregoing, the inventors termed the node 32 as a “gateway
node” which linked the respective networks 22, 24, 26 to other networks 22, 24, 26.

FIG. 1 is also described by the inventors as “a block diagram of a prior art information
system with a plurality of networks and a plurality of nodes upon which the present invention
operates.” (JX-1, col. 3, Ins. 19-22.) However, the inventors further refer to FIG. 1 under the
DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENT, stating:

The virus detection system and method of the present invention
preferably operates on an information system 20 as has been
described above with reference to FIG.1. The present inventions,
like the prior art, preferably includes a plurality of node systems 30
and at least one gateway node 33 [which is referenced in FIG. 1]
for each network 22, 24, 26. However, the present invention is
different from the prior art because it provides novel gateway node
33 that also performs virus detection for all files being transmitted
into or out of a network. Furthermore, the novel gateway node 33
also performs virus detection on all messages being transmitted

into or out of an associated network.

(IX-1, col. 3, Ins. 52-63.) Thus the inventors utilize FIG. 1 to describe their invention.

15



VI.  Person Of Ordinary Skill In Pertinent Art

Complainant argued that one of ordinary skill in the art of the ‘600 patent is a person with
a Bachelor of Science in Computer Science or Computer Engineering with two or three years of
experience in the field of networking or virus detection. (CBr at 7-8.)

Respondent argued that a person of ordinary skill in the art of the ‘600 patent would have
had a Bachelor’s degree in computer science (or equivalent), experience with the UNIX
operating system, networking and anti-virus, and two to three years of work experience. (RBr at
11.)

The staff argued that person of ordinary skill in the art of the ‘600 patent in 1995 would
have had an undergraduate degree in computer science (or equivalent knowledge) and two or
three years of additional work experience in networking and operating systems and, to a much
lesser extent, some knowledge of anti-virus software. (SBr at 55.)

It is essential, as disclosed by the ‘600 patent, that the claimed invention use conventional
operating systems kpown to those skilled in the art. (See JX-1, col. 5, Ins. 11-16, FIG. 3.) Also,
those skilled in the art should be familiar with different networking configurations and have
knowledge of various virus detection methods. (See JX-1, col. 4, Ins. 25-32, col. 7, Ins. 58-65,
FIG. 6B.) Hence, the administrative law judge finds that a person of ordinary skill in the art of
the ‘600 patent in the 1995 time frame period, when the application for the ‘600 patent was filed,
should have had an undergraduate degree in computer science (or equivalent) and further have
had some experience with conventional operating systems and have had knowledge of various

virus detection methods.
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VII. Claim Interpretation
Claim interpretation, as to each of the asserted claims, is a question of law. Markman v.

Westview Instruments, Inc., 52 F.3d 967, 979 (Fed. Cir. 1995) (en banc), aff'd, 517 U.S. 370

(1996); Cybor Corp. v. FAS Techs., Inc.,138 F.3d 1448, 1455 (Fed. Cir. 1998). In construing
claims, the court should first look to intrinsic evidence consisting of the language of the claims,
the specification and the prosecution history as it “is the most significant source of the legally
operative meaning of disputed claim language.” Vitronics Corp. v. Conceptronic, Inc., 90 F.3d

1576, 1582 (Fed. Cir. 1996); see Bell Atl. Network Servs., Inc. v. Covad Communications

Group. Inc., 262 F.3d 1258, 1267 (Fed. Cir. 2001). Claim construction analysis begins with
words of the claim. Tex. Digital Sys., Inc. v. Telegenix, Inc., 308 F.3d 1193, 1201 (Fed. Cir.
2002). The ordinary and customary meaning of a claim term may be determined by reviewing a
variety of sources, which may include the claims themselves, dictionaries and treatises, and the
written description, the drawings and the prosecution history. Ferguson Beauregard/Logic
Controls v. Mega Sys., LLC, 350 F.3d 1327, 1338 (Fed. Cir. 2003).

In addition to the intrinsic evidence, the administrative law judge may, but need not,
consider extrinsic evidence when interpreting the claims. Extrinsic evidence consists of all
evidence external to the patent and the prosecution history, including inventor testimony, expert
testimony, and learned treatises.” This extrinsic evidence may be helpful in explaining scientific
principles, the meaning of technical terms, and terms of art. See Vitronics Corp., 90 F.3d at

1583; Markman, 52 F.3d at 980. However, “[e]xtrinsic evidence is to be used for the court’s

* Although dictionaries are technically extrinsic evidence, it is proper to consult a
dictionary to determine the ordinary and accustomed meaning of a claim term. See, e.g.,
Kopykake Enters., Inc. v. Lucks Co., 264 F.3d 1377, 1382 (Fed. Cir. 2001).
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understanding of the patent, not for the purpose of varying or contradicting the terms of the
claims.” Markman, 52 F.3d at 981. Indeed, in all cases, “a construing court does not accord the
specification, prosecution history, and other relevant evidence the same weight as the claims
themselves, but consults these sources to give the necessary context to the claim language.”
Eastman Kodak Co. v. Goodyear Tire & Rubber Co., 114 F.3d 1547, 1552 (Fed. Cir. 1997).
Patent claims should be construed so as to maintain their validity. If more than one
reasonable interpretation is possible, the construction that preserves the claim’s validity should
be chosen. See Modine Mfg. Co. v. United States Int’l Trade Comm’n, 75 F.3d 1545 (Fed. Cir.

1996), cert. denied, 518 U.S. 1005 (1996). However, if the only reasonable interpretation renders

the claim invalid, then the claim should be found invalid. See, e.g., Rhine v. Casio, Inc., 183 F.3d

1342, 1345 (Fed. Cir. 1999).

According to the staff, the following are the disputed claim terms: (i) communications
unit, (ii) daemon, (iii) encoded portions, (iv) processing unit, (v) proxy server, (vi) scanning, (vii)
server (viii) temporary file and (ix) virus. (SBr 16-38.)

Complainant argued that there appears to be only six claim terms in dispute, viz. (i), (ii),
(v), (vi), (viii) and (ix), supra. It noted that it accepts the staff’s construction of “encoded
portions” and thus complainant does not believe a dispute exists as to that term.® (CBr at 11.)

Respondent argued that (i), (ii), (v), (viii) and (ix) supra are in dispute. (RBr at 22-45.)

In a footnote in its post-hearing brief, respondent stated that the parties appear to either agree

® The staff has interpreted “encoded portions” as data that has been changed from its
native form by use of a code. (SBr at 14.) Respondent interpreted the phrase as “portion(s) of
data that has been converted by use of a code.” (Appendix B to RBr.) The administrative law
judge finds the interpretations of respondent and the staff substantially identical.
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upon a definition, or to agree that “ordinary meaning” should govern, for the following terms and
phrases except to the extent the phrases and terms include language which is disputed: (1) data,
(2) receiving at a server a data transfer request including a destination address, (3) performing a
preset action on the data using the server if the data contains a virus, (4) sending the data to the
destination address if the data does not contain a virus, (5) destination address, (6) transmitting
the data from the server to the destination without performing the steps of determining whether
the data contains a virus and performing a preset action if the data is not of a type that is likely to
contain a virus, (7) electronically receiving data at the server, (8) determining whether the data
contains a virus at the server, (9) SMTP daemon, (10) SMTP proxy server, (11) processing unit,
(12) determining whether the data is of a type likely to contain a virus, and (13) server. (RBr at
21, n.7.) It further stated that the agreed upon definitions, or a statement that the parties agree

upon ordinary meaning, can be found as Appendix B to its RBr.” (Id.)

" Respondent, in Appendix B, as to the claimed term “determining whether data is of a
type that is likely to contain a virus,” stated:

Ordinary meaning. Trend Micro proposes that ordinary meaning is
“determining whether the data, because of its characteristic (sic) is
deemed more likely to contain a virus than other data.” Fortinet
believes that Trend Micro’s reference to “its characteristic” renders
the phrase more confusing, rather than less, but substantively,
Fortinet does not have a problem with Trend Micro’s definition.

As to the claimed term “electronically receiving data at the server,” in Appendix B, respondent
stated:

Ordinary meaning. Trend Micro proposes that ordinary meaning is
“receiving data at the server through the use of electronic devices.”
Fortinet believes that Trend Micro’s proposed definition is
confusing insofar as it vaguely references “electronic devices,” but
Fortinet does not have a substantive problem with the proposal.
(continued...)
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Respondent represented that the parties' respective definitions for the terms “encoded
portions” and “scanning” are set forth in Appendix A to RBr. With regard to “encoded
portions,” it believed that Trend Micro’s proposed definition would render the claims of the ‘600
patent more confusing, rather than clarify the claim language and, therefore, favored its own
construction or that of the staff. Respondent and the staff did not believe that there is much of a
substantive difference between respondent’s and Trend Micro’s proposed definitions for
“encoded portions.” Also, the staff and respondent did not believe that the inclusion of the
example of a file attached to an electronic mail message as Trend Micro proposed in its proposed
definition of “encoded portions” aided in the understanding of the term. The staff argued that the
phrase “into a different form” is inappropriately broad, and respondent agreed. Regarding the
term “scanning,” respondent did not believe this term is in dispute among the private parties and
further did not think there is much of a substantive difference between its definition and that of

the staff. (RBr at 20-21.)

7(...continued)
As to the claimed term “server”, respondent, in its Appendix B, stated:

Fortinet believes the correct construction of server is “a computer
or program that performs services for other computers or
programs.” Trend Micro believes the correct construction of server
is “a computer system that performs specified functions for other
computers (which are called “clients”) or software running on a
computer system that performs such server functions.” The Staff
agrees with Trend Micro’s proposed definition. Trend Micro has
stated that the parties appear to be largely, if not completely, in
agreement. Fortinet agrees, but believes the Court should adopt its
proposed definition over that proposed by Trend Micro because its
proposal is more clearly written, and Trend Micro concedes that
subsantively the two proposals are essentially the same.
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A. The Claimed Term “Communications Unit”
The term “communications unit” appears in claim 1 in issue, and throughout the
specification of the ‘600 patent. The following are the proposed constructions of the parties for

the claimed term “communications unit:”

Fortinet’s And Staff’s Proposed Trend Micro’s
Construction of Propoged
“Communications Unit” Construcgon' of
“Communications
Unit”

A device used to
communicate
between a gateway
node and other
networks.

A device for facilitating
communications between
computers or computer networks.

(CBr at 14; RBr at 28; SBr at 10.)

The plain language of asserted claim 1 indicates that the claimed communications unit is
a unit which at least receives and sends data in response to control signals with said unit having
an input and an output. The parties also agree that the claimed communications unit is a unit that
is used to communicate or facilitate communication between at least two points. (CBr at 15; RBr
at 29; SBr at 10.) The parties, however, differ as to the two points between which any
communication occurs. Thus in issue is whether a “communications unit” must either be on a
gateway node or must only communicate between gateway nodes® and other networks as Trend

Micro appears to argue or whether the term “communications unit” is broad enough to include

" ® While the term “gateway node” is frequently found in the specification of the ‘600
patent, it does not appear in the asserted claims of said patent.
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also communications between computer nodes within a given network, i.e. intra-network traffic
' as Fortinet and the staff argued. (See REr at 32; SBr at 10-1 i.). | ‘
‘Claim 1 of the ‘600 patent djscloses ‘;a con@uﬁiCations unit for recéiving and sendihg
data in response to control signals, the ;:omxﬁunicatidns unit having an input and an output.” _é@_é
ggr_é_. Claim 1 doesA not on its face suggest where the claimed system (ana there‘fore‘.the ;
| c;ommunications unit) musi reside. (Id:) Thus, the pléin language of >the claim is broad eno'ﬁgh to
céver communications between computer nodes \;vithin a given l;etwork. ' |
The specification of the ‘600 patent under the héading SUMMARY OF THE
]NVENTION diSc]qses: ‘ - |
‘The central proces’siho unit of the gateway node also executes thé
FTP proxy server for transmitting and receiving files over the
- comumunications unit, and executes the SMTP proxy server for
transmitting and receiving messages over the communications unit.

(JX-1, col. 2, Ins. 54-58.) Thereafter, under the heading DETAILED DESCRIPTION OF THE

PREFERRED EMBODIMENT, referring to the fol]owiﬁg FIG. 2,

[7 }2/42 M

Display device Proces: sor (CPL)) - Memory Data storage
L device
4 i 4 Y
’ : ) : 56
A R ‘ N v Y f
" A ! y K ]
S0 52 54 g .
i Y ] .
VA /4 Vel
Input Device, 1. Network Link -| - COmmL\JJrl:irtcatons
. it .
t\as t\ 34 C e
Fig. 2
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the specification discloses:

The bus 56 is also coupled to the communications unit 54
to facilitate communication between the gateway node 33 and the
other networks. Specifically, the communications unit 54 is
coupled to the CPU 42 for sending data and message to other
networks. For example, the communications unit 54 may be a
modem, a bridge or a router coupled to the other networks in a
conventional manner. In the preferred embodiment of the present
invention, the communications unit 54 is preferably a router. The
communications unit 54 is in turn coupled to other networks via a
media 34 such as a dedicated T-1 phone line, fiber optics, or any
one of a number of conventional connecting methods.

The CPU 42, under the guidance and control of instructions
received from the memory 44 and from the user through the input
device 50, provides signals for sending and receiving data using the
communications unit 54. The transfer of data between networks is
broken down into the sending and receiving files and messages
which in turn are broken down into packets. The methods of the
present invention employ a virus detection scheme that is applied
to all transfers of messages and files into or out of a network via its
gateway node 33.
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(IX-1, col. 4, Ins. 33-55 (emphasis added).) In addition, the specification, referring to FIG. 3° of
the ‘600 patent, discloses:

While the apparatus of the present invention, in particular
the FTP proxy server 60 and SMTP proxy server 62, has been
described above as being located and preferably is located on the
gateway node 33, those skilled in the art will realize that the

apparatus of the present invention could also be included on a FTP
server or a world wide web server for scanning files and messages
as they are downloaded from the web. Furthermore, in an alternate
embodiment, the apparatus of the present invention may be
included in each node of a network for performing virus detection

on all messages received or transmitted from that node.

(JX-1, col. 5, Ins. 28-38 (emphasis added).) Hence, the administrative judge finds that the
specification of the ‘600 patent would disclose to a person of ordinary skill in the art that the
claimed term “communications unit” is not limited to communications between gateway nodes

and other networks but also may cover communications within a network.

® FIG. 3, which has an “operating system” 64, is described as a “block diagram of a
preferred embodiment for a memory of the gateway node including the apparatus of the present
invention.” (JX-1, col. 3, Ins. 26-29.) It is further disclosed as “the preferred embodiment of the
memory 44 for the gateway node 33.” (JX-1, col. 4, Ins. 56-63.) With reference to an operating
system, the ‘600 patent discloses:

The present invention preferably uses a conventional operating
system 28 such as Berkeley Software Distribution UNIX. Those
skilled in the art will realize how the present invention may be
readily adapted for use with other operating systems such as
MACINTOSH System Software version 7.1, DOS, WINDOWS or
WINDOWS NT. The memory 44 may also include a variety of
different application programs 68 including but not limited to
computer drawing programs, word processing programs, and
spreadsheet programs.

(IX-1, col. 5, Ins. 9-19.)
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The administrative law judge further finds that Trend Micro’s proposed construction is
contrary to the prosecution history of the ‘600 patent. Referring to the prosecution history, the
application for the ‘600 patent was filed with twenty-five original claims. Original claim 1 read:

1. A system for detecting and selectively removing viruses in data transfers, the

system comprising:

a memory for storing data and routines, the memory having inputs and
outputs, the memory including a server for scanning data for a
virus and specifying data handling actions dependent on an
existence of the virus;

a communications unit for receiving and sending data in responses to
control signals, the communications unit have an input and an
output!'”; and

a processing unit for receiving signals from the memory and the
communications unit and for sending signals to the memory and
communications unit; the processing unit having inputs and
outputs; the inputs of the processing unit coupled to the outputs of
memory and the output of the communications unit; the outputs of
the processing unit coupled to the inputs of memory, the input of
the communications unit, the processor controlling and processing
data transmitted through the communications unit to detect
viruses and selectively transfer data depending on the existence of
viruses in the data being transmitted.

(IX-2 at FHC000600.)

A “Petition To Make Special” was received by the PTO on July 2, 1996. Applicants in
that petition reported that a search resulted in the identification of certain U.S. patent documents,
which included U.S. Patent No. 5,511,163 which had issued to Lerche et al. A “detailed
discussion” of the identified references was provided. (JX-2 at FHC 000693-765.) A PTO paper

mailed September 5, 1996 granted said petition. (JX-2 at FHC 000706.)

10 A comparison of original claim 1 and asserted claim 1 in issue shows that original
claim 1 contains the exact same language for the “communications unit” that appears in claim 1
as issued.
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After the filing on July 2, 1996 of the “Petition To Make Special,” the Examiner, in an
Office Action dated August 27, 1996, stated, inter alia:

8. Claim 1 is rejected under 35 U.S.C. 103(a) as being unpatentable over
Lerche et al. United States Letters Patent No. 5,511,163 in view of Hile et al.
United States Letters Patent No. 5,319,776.

As per claim 1:

Lerche et al. substantially teach the claimed system for detecting viruses in
data transfers, the system comprising:

a) a memory for storing data and routines, see the teachings by Lerche
et al. regarding the personal computer, fig. 1. In the memory is stored a virus scan
program to scan the transferred data favoring for virus infection;

b) a communications unit for receiving and sending data, figure 2- -
the Token-Ring adaptor has an input and an output;

c) a network adaptor to receive information on the network. “The
network adaptor is connected to a computer [processing unit] which together with
the adaptor can perform an assembling and scanning of substantially all files on
the network and carry out a recognition of virus signatures.” Emphasis added. If a
virus signature is detected in a file, information is simultaneously provided on the
transmitting stations and the receiving stations and an alarm is activated, whereby
a further spreading of the virus can be prevented.

Although, Lerche et al. teach scanning for viruses in transferred data,
Lerche et al. do not explicitly disclose selectively transferring data depending on-
the existence of viruses in the data being transmitted.

However, Hile et al. in an analogous art teach that when virus is detected,
the virus detection function inform the user that a virus has been detecte<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>