cannot guarantee that we will be able to do so.

CALIFORNIA

Alameda County
Alameda County Building and Loan
Association Building, 1601—1605 Clay St.,
Oakland, 16000152

Yolo County
TB—9, SW corner of Old Davis Rd. and
Hutchinson Dr., University of California,
Davis, 16000153

COLORADO

Larimer County
Warren Livestock Company, Graves Camp
Rural Historic District, Five miles west of
I–25 just south of the Colorado-Wyoming state line, in far northeastern Larimer County, Wellington, 16000105

Park County
Guiraud—McDowell Ranch, Highway 9,
Garo, 16000154

MASSACHUSETTS

Bristol County
Lowney Chocolate Factory, 150 Oak Ald St.,
Mansfield, 16000156

Worcester County
First Baptist Church of Northborough, 52
Main St., Northborough, 16000157

MINNESOTA

Todd County
Bridge No. L7075, 290th St. over Turtle
creek, 0.1 mi. east of CSAH 25 in Hartford Township, Browerville, 16000158

NEBRASKA

Douglas County
North 24th and Lake Streets Historic District,
North 24th St. between Ohio St. and
Patrick Ave., Lake St. between 26th and
22th Sts., Omaha, 16000159

NEW MEXICO

Bernalillo County
Vista Larga Residential Historic District,
Roughly bounded by Indian School Rd.,
Columbia Dr., Hannett Ave., and
University of New Mexico North Golf Course, Albuquerque, 16000160

Dona Ana County
Mesilla Park Historic District, Bounded by
Bowman St., Union and University Aves.,
and Park Drain, Las Cruces, 16000161

Socorro County
San Miguel Church, (El Camino Real de
Tierra Adentro MPS (AD)) 403 El Camino
Real St., NW., Socorro, 16000162

NEW YORK

Monroe County
Pittsford Village Historic District (Boundary
Increase), High, Church, Grove, Line,
Locust, Maple, N. & S. Main, Slate,
Sutherland, Wood Sts., Boughton, E.

Jefferson, Golf, Rand Rds., Pittsford,
16000163

Warren County
Caldwell Presbyterian Church, 71 Montc Rear
St., Lake George, 16000164

TEENAKSI

Anderson County
Norris Hydroelectric Project, 300 Powerhouse
Way, Norris, 16000165

VIRGINIA

Charles City County
Dancing Point, Address Restricted, Charles
City, 16000166

A request to move has been received for the following resource:

KENTUCKY

Fayette County
Peoples Federal Savings and Loan, 343 S.
Broadway, Lexington, 15000650

Authority: 60.13 of 36 CFR part 60

J. Paul Loether,
Chief, National Register of Historic Places/
National Historic Landmarks Program.

INTERNATIONAL TRADE COMMISSION

Summary of Commission Practice Relating to Administrative Protective Orders


ACTION: Summary of Commission practice relating to administrative protective orders.

SUMMARY: Since February 1991, the U.S. International Trade Commission (“Commission”) has issued an annual report on the status of its practice with respect to violations of its administrative protective orders (“APOs”) under title VII of the Tariff Act of 1930, in response to a direction contained in the Conference Report to the Customs and Trade Act of 1990. Over time, the Commission has added to its report discussions of APO breaches in Commission proceedings other than under title VII and violations of the Commission’s rules including the rule on bracketing business proprietary information (“BPI”) (the “24-hour rule”), 19 CFR 207.3(c). This notice provides a summary of breach investigations completed during calendar year 2014. This summary addresses one proceeding under title VII of the Tariff Act of 1930 and four proceedings under section 337 of the Tariff Act of 1930. There were no rules violation investigations completed in 2014. The Commission intends that this report inform representatives of parties to Commission proceedings as to some specific types of APO breaches encountered by the Commission and the corresponding types of actions the Commission has taken.

FOR FURTHER INFORMATION CONTACT:
Carol McCue Verratti, Esq., Office of the General Counsel, U.S. International Trade Commission, telephone (202) 205–3088. Hearing impaired individuals are advised that information on this matter can be obtained by contacting the Commission’s TDD terminal at (202) 205–1810. General information concerning the Commission can also be obtained by accessing its Web site (http://www.usitc.gov).

SUPPLEMENTARY INFORMATION:
Representatives of parties to investigations or other proceedings...
I. In General

A. Antidumping and Countervailing Duty Investigations

The current APO form for antidumping and countervailing duty investigations, which was revised in March 2005, requires the applicant to swear that he or she will:

1. Provide all materials containing BPI under this APO as directed by the Secretary and pursuant to section 207.7(f) of the Commission’s rules;

2. Transmit each document containing BPI disclosed under this APO:
   - (i) with a cover sheet identifying the document as containing BPI;
   - (ii) with all BPI enclosed in brackets and each page marking the document contains BPI;
   - (iii) if the document is to be filed by a deadline, with each page marked “Bracketing of BPI not final for one business day after date of filing,” and
   - (iv) if by mail, within two envelopes, the inner one sealed and marked “Business Proprietary Information—To be opened only by [name of recipient],” and the outer one sealed and not marked as containing BPI;

3. Comply with the provision of this APO and section 207.7 of the Commission’s rules;

4. Make true and accurate representations in the authorized applicant’s application and promptly notify the Secretary of any changes that occur after the submission of the application and that affect the representations made in the application (e.g., change in personnel assigned to the investigation);

5. Report promptly and confirm in writing to the Secretary any possible breach of this APO; and

6. Acknowledge that breach of this APO may subject the authorized applicant and other persons to certain sanctions or other actions as the Commission deems appropriate, including the administrative sanctions and actions set out in this APO.

The APO further provides that breach of an APO may subject an applicant to:

1. Disbarment from practice in any capacity before the Commission along with such person’s partners, associates, employer, and employees, for up to seven years following publication of a determination that the order has been breached;

2. Referral to the United States Attorney;

3. In the case of an attorney, accountant, or other professional, referral to the ethics panel of the appropriate professional association;

4. Such other administrative sanctions as the Commission determines to be appropriate, including public release of, or striking from the record any information or briefs submitted by, or on behalf of, such person or the party he represents; denial of further access to business proprietary information in the current or any future investigations before the Commission, and issuance of a public or private letter of reprimand; and

5. Such other actions, including but not limited to, a warning letter, as the

Commission determines to be appropriate.

APOs in safeguard investigations contain similar though not identical provisions.

B. Section 337 Investigations

The APOs in section 337 investigations differ from those in title VII investigations as there is no set form and provisions may differ depending on the investigation and the providing administrative judge. However, in practice, the provisions are often quite similar. Any person seeking access to CBI during a section 337 investigation including outside counsel for parties to the investigation, secretarial and support personnel assisting such counsel, and technical experts and their staff who are employed for the purposes of the investigation is required to read the APO, agree to its terms by letter filed with the Secretary of the Commission indicating that he agrees to be bound by the terms of the Order, agree not to reveal CBI to anyone other than another person permitted access by the Order, and agree to utilize the CBI solely for the purposes of that investigation.

In general, an APO in a section 337 investigation will define what kind of information is CBI and direct how CBI is to be designated and protected. The APO will state what persons will have access to the CBI and which of those persons must sign onto the APO. The APO will provide instructions on how CBI is to be maintained and protected by labeling documents and filing transcripts under seal. It will provide protections for the suppliers of CBI by notifying them of a Freedom of Information Act request for the CBI and providing a procedure for the supplier to take action to prevent the release of the information. There are provisions for disputing the designation of CBI and a procedure for resolving such disputes. Under the APO, suppliers of CBI are given the opportunity to object to the release of the CBI to a proposed expert. The APO requires a person who discloses CBI, other than in a manner authorized by the APO, to provide all pertinent facts to the supplier of the CBI and to the administrative law judge and to make every effort to prevent further disclosure. The APO requires all parties to the APO to either return to the suppliers or destroy the originals and all copies of the CBI obtained during the investigation.

The Commission’s regulations provide for certain sanctions to be imposed if the APO is violated by a person subject to its restrictions. The names of the persons being investigated for violating an APO are kept confidential unless the sanction imposed is a public letter of reprimand. 19 CFR 210.34(c)(1). The possible sanctions are:

1. An official reprimand by the Commission.
2. Disqualification from or limitation of further participation in a pending investigation.
3. Temporary or permanent disqualification from practicing in any capacity before the Commission pursuant to 19 CFR 201.15(a).
4. Referral of the facts underlying the violation to the appropriate licensing authority in the jurisdiction in which the individual is licensed to practice.
5. Making adverse inferences and rulings against a party involved in the violation of the APO or such other action that may be appropriate. 19 CFR 210.34(c)(3).

Commission employees are not signatories to the Commission’s APOs and do not obtain access to BPI through APO procedures. Consequently, they are not subject to the requirements of the APO with respect to the handling of CBI and BPI. However, Commission employees are subject to strict statutory and regulatory constraints concerning BPI and CBI, and face potentially severe penalties for noncompliance. See 18 U.S.C. 1905; title 5, U.S. Code; and Commission personnel policies implementing the statutes. Although the Privacy Act (5 U.S.C. 552a) limits the Commission’s authority to disclose any personnel action against agency employees, this should not lead the public to conclude that no such actions have been taken.

II. Investigations of Alleged APO Breaches

Upon finding evidence of an APO breach or receiving information that there is a reason to believe one has occurred, the Commission Secretary notifies relevant offices in the agency that an APO breach investigation has commenced and that an APO breach investigation file has been opened. Upon receiving notification from the Secretary, the Office of the General Counsel (“OGC”) prepares a letter of inquiry to be sent to the possible breacher over the Secretary’s signature to ascertain the facts and obtain the possible breacher’s views on whether a breach has occurred. If, after reviewing the response and other relevant information, the Commission determines that a breach has occurred, the Commission often issues a second letter asking the breacher to address the questions of mitigating circumstances and possible sanctions or other actions. The Commission then determines what action to take in response to the breach. In some cases, the Commission determines that, although a breach has occurred, sanctions are not warranted, and therefore finds it unnecessary to issue a second letter concerning what sanctions might be appropriate. Instead, it issues a warning letter to the individual. A warning letter is not considered to be a sanction. However, a warning letter is considered in a subsequent APO breach investigation.

Sanctions for APO violations serve three basic interests: (a) Preserving the confidence of submitters of BPI/CBI that the Commission is a reliable protector of BPI/CBI; (b) disciplining breachers; and (c) deterring future violations. As the Conference Report to the Omnibus Trade and Competitiveness Act of 1988 observed, “[T]he effective enforcement of limited disclosure under administrative protective order depends in part on the extent to which private parties have confidence that there are effective sanctions against violation.” H.R. Conf. Rep. No. 576, 100th Cong., 1st Sess. 623 (1988).

The Commission has worked to develop consistent jurisprudence, not only in determining whether a breach has occurred, but also in selecting an appropriate response. In determining the appropriate response, the Commission generally considers mitigating factors such as the unintentional nature of the breach, the lack of prior breaches committed by the breaching party, the corrective measures taken by the breaching party, and the promptness with which the breaching party reported the violation to the Commission. The Commission also considers aggravating circumstances, especially whether persons not under the APO actually read the BPI/CBI. The Commission considers whether there have been prior breaches by the same person or persons in other investigations and multiple breaches by the same person or persons in the same investigation.

The Commission’s rules permit an economist or consultant to obtain access to BPI/CBI under the APO in a title VII or safeguard investigation if the economist or consultant is under the direction and control of an attorney under the APO, or if the economist or consultant appears regularly before the Commission and represents an...
interested party who is a party to the investigation. 19 CFR 207.7(a)(3)(B) and (C); 19 CFR 206.17(a)(3)(B) and (C). Economists and consultants who obtain access to BPI/CBI under the APO under the direction and control of an attorney nonetheless remain individually responsible for complying with the APO. In appropriate circumstances, for example, an economist under the direction and control of an attorney may be held responsible for a breach of the APO by failing to redact APO information from a document that is subsequently filed with the Commission and served as a public document. This is so even though the attorney exercising direction or control over the economist or consultant may also be held responsible for the breach of the APO. In section 337 investigations, technical experts and their staff who are employed for the purposes of the investigation are required to sign onto the APO and agree to comply with its provisions.

The records of Commission investigations of alleged APO breaches in antidumping and countervailing duty cases, section 337 investigations, and safeguard investigations are not publicly available and are exempt from disclosure under the Freedom of Information Act, 5 U.S.C. 552. See 19 U.S.C. 1677(fg), 19 U.S.C. 1333(h), 19 CFR 210.34(c).

The two types of breaches most frequently investigated by the Commission involve the APO’s prohibition on the dissemination of BPI or CBI to unauthorized recipients and the APO’s requirement that the materials received under the APO be returned or destroyed and that a certificate be filed indicating which action was taken after the termination of the investigation or any subsequent appeals of the Commission’s determination. The dissemination of BPI/CBI usually occurs as the result of failure to delete BPI/CBI from public versions of documents filed with the Commission or transmission of proprietary versions of documents to unauthorized recipients. Other breaches have included the failure to bracket properly BPI/CBI in proprietary documents filed with the Commission, the failure to report immediately known violations of an APO, and the failure to adequately supervise non-lawyers in the handling of BPI/CBI.

Occasionally, the Commission conducts APOB investigations that involve members of a law firm or consultants working with a firm who were granted access to APO materials by the firm although they were not APO signatories. In many of these cases, the firm and the person using the BPI/CBI mistakenly believed an APO application had been filed for that person. The Commission determined in all of these cases that the person who was a non-signatory, and therefore did not agree to be bound by the APO, could not be found to have breached the APO. Action could be taken against these persons, however, under Commission rule 201.15 (19 CFR 201.15) for good cause shown. In all cases in which action was taken, the Commission decided that the non-signatory was a person who appeared regularly before the Commission and was aware of the requirements and limitations related to APO access and should have verified his or her APO status before obtaining access to and using the BPI/CBI. The Commission notes that section 201.15 may also be available to issue sanctions to attorneys or agents in different factual circumstances in which they did not technically breach the APO, but when their actions or inactions did not demonstrate diligent care of the APO materials even though they appeared regularly before the Commission and were aware of the importance the Commission placed on the care of APO materials.

Counsel participating in Commission investigations have reported to the Commission potential breaches involving the electronic transmission of public versions of documents. In these cases, the document transmitted appears to be a public document with BPI or CBI omitted from brackets. However, the confidential information is actually retrievable by manipulating codes in software. The Commission has found that the electronic transmission of a public document containing BPI or CBI in a recoverable form was a breach of the APO.

Counsel have been cautioned to be certain that each authorized applicant files within 60 days of the completion of an import injury investigation or at the conclusion of judicial or binational review of the Commission’s determination a certificate that to his or her knowledge and belief all copies of BPI/CBI have been returned or destroyed and no copies of such material have been made available to any person to whom disclosure was not specifically authorized. This requirement applies to each attorney, consultant, or expert in a firm who has been granted access to BPI/CBI. One firm-wide certificate is insufficient.

Attorneys who are signatories to the APO representing clients in a section 337 investigation should inform the administrative law judge and the Commission’s secretary if there are any changes to the information that was provided in the application for access to the CBI. This is similar to the requirement to update an applicant’s information in title VII investigations.

In addition, attorneys who are signatories to the APO representing clients in a section 337 investigation should send a notice to the Commission if they stop participating in the investigation or the subsequent appeal of the Commission’s determination. The notice should inform the Commission about the disposition of CBI obtained under the APO that was in their possession or they could be held responsible for any failure of their former firm to return or destroy the CBI in an appropriate manner.

III. Specific APO Breach Investigations

Case 1. A law firm filed a public response to a petition for review of a final determination in a section 337 investigation. Although CBI was visibly redacted in the response, the CBI could be accessed by electronically manipulating the document. A paralegal in the firm maintained two versions of the document, one with the recoverable CBI and one without. When he filed the response with the Commission he mistakenly filed the version that contained the redacted CBI. The Commission found that the paralegal and an attorney who was responsible for reviewing the document before it was filed violated the APO. The Commission decided not to sanction them and issued warning letters.

Although the filing of the improperly redacted document made CBI available to unauthorized persons, the Commission decided to issue warning letters because of several mitigating circumstances. There was no proof that an unauthorized person had viewed the CBI. Initially, the Commission’s staff notified the law firm’s lead attorney that another law firm and a research firm had accessed the document through EDIS. The lead attorney immediately contacted these firms, asked that they destroy the document, and learned that no unauthorized person had read the document. Almost a year later the Commission’s staff notified the lead attorney that another research firm had accessed the document at the time the breach occurred. The lead attorney immediately contacted the second research firm. He learned that the firm had gone out of business and had destroyed any information that could show whether or not an unauthorized person had read the document. Although the Commission has a practice of assuming that an unauthorized person had read CBI if a document containing CBI is made available for a
significant period of time, in this case there was no evidence that an unauthorized person had read the document and the law firm was unable to confirm this because of the lag in the notification about the second research firm. Thus, the Commission did not find this to be an aggravating circumstance.

The Commission also noted that neither the attorney nor the paralegal had ever been found in violation of an APO. In addition, they quickly discovered the error and acted promptly to remedy the unintentional disclosure, contacted superiors in their firm who then notified the Commission of the breach, took the necessary steps to have the document removed from public EDIS, and insured that the document was not viewed by unauthorized persons. The Commission also noted that the attorney and the paralegal generally followed the procedures established by their firm for creating redacted versions of documents containing CBI. The Commission noted that the firm has established revised procedures that are meant to verify that public documents have been properly redacted before filing.

Case 2. The Commission determined that three attorneys breached an APO when their firm retained a file copy of documents containing CBI beyond the termination of a Commission section 337 investigation. As required under the APO, upon termination of the investigation, the firm certified that CBI belonging to respondents had been destroyed or returned. However, files containing CBI were inadvertently sent to an off-site storage facility.

The Commission became aware of the breach when it received a letter from an attorney with the firm who had discovered the files when he responded to a district court discovery order compelling the firm’s client to produce discovery related to ITC proceedings. The attorney was unable to explain why the files were retained and not destroyed since nearly all of the attorneys and support staff who worked on the investigation had left the firm. The lawyer was able to determine that no one accessed the CBI files while they were in off-site storage.

Warning letters were issued to the three remaining attorneys at the firm who had been subject to the APO in the section 337 investigation. The Commission considered the mitigating circumstances that the breach was unintentional, the CBI was not read by any person not subject to the APO, that the firm discovered and reported the breach immediately, and that the attorneys involved were not subject to the APO for any prior breaches within the two-year period generally examined by the Commission for the purpose of determining sanctions. The attorneys were also instructed to destroy the CBI and certify that destruction had been completed.

Case 3. The Commission determined that a law firm breached an APO in a section 337 investigation when it retained three boxes of documents containing CBI that should have been returned or destroyed upon termination of an investigation. The firm also violated the APO by keeping an electronic copy of its work product files which contained CBI. For two years the three boxes along with other boxes of the case files from the investigation had been transferred to another firm (the second firm) which was representing the same client in other proceedings. The attorneys in that firm were not signatories to the APO. The boxes were returned to the original law firm because attorneys at the second firm became aware that there may be documents in the case file that should have been returned or destroyed at the end of the investigation. Attorneys at the second firm informed the first firm that no one had reviewed the documents within the boxes. The first firm did not immediately review the contents of the case file upon its return. A year later the firm investigated the case file after it received a subpoena in a new Commission investigation seeking to compel production of portions of the same case file. In response to a request from the ALJ, the firm investigated the case file. It found three boxes with third party production documents containing CBI that should have been destroyed.

Also in response to the subpoena, the firm disclosed that it possessed a computer file created as part of its litigation efforts which contained opposing party documents containing CBI and which was work product material. Although this computer file was not subject to discovery, it should have been destroyed pursuant to the APO. A copy made by the second firm was removed from the server and returned to the first firm. Again, the second firm indicated that no one had read the information from the file.

The Commission determined to send a warning letter to the one attorney who had been involved in the original Commission investigation and who was receiving the letter on behalf of the law firm. The Commission considered the mitigating factors that the breach was unintentional, the attorney and other attorneys at the firm had not breached an APO within the last two years, and the firm alerted the Commission as soon as the potential breach involving the three boxes was discovered. The Commission noted the firm’s delay in ascertaining what confidential materials improperly remained at the firm, but also noted that the firm was able to demonstrate that no unauthorized person had accessed the CBI at issue.

Although the three boxes of files had been destroyed shortly after the investigation into the APO breach had begun, the letter directed the attorney to retrieve and destroy the work product computer file. The attorney was further directed to send an affidavit certifying the destruction within 60 days of the receipt of the warning letter.

Case 4. A lead attorney and an associate were employed by a law firm representing a party in a title VII investigation. The lead attorney was the signatory to the APO. During the investigation he filed a motion to amend the APO and add the associate to it. The application was filed late under the Commission’s rules and was subsequently rejected by the Commission Secretary. In the meantime, the lead attorney had directed the associate to review the confidential version of the post hearing brief which contained BPI from the confidential staff report and other parties to the investigation.

The Commission found that the lead attorney had violated the APO. It determined that the associate did not breach the APO nor was there good cause to sanction him under Commission rule 201.15. The Commission determined to issue a warning letter to the lead attorney and a letter to the associate indicating that he would not be sanctioned under rule 201.15.

For the associate, the Commission considered the facts that he was not subject to the APO, that he reasonably did not know that he was not permitted to view BPI, and that he acted entirely under the direction of the lead attorney. The letter to the associate did caution him to ensure independently in future investigations that he is properly subject to the APO before accessing BPI obtained under that APO.

The Commission determined not to sanction the lead attorney. In reaching this decision the Commission considered several mitigating circumstances. The lead attorney had no prior breaches within the two-year period generally examined by the Commission for purposes of determining sanctions; the breach was unintentional; and the person who viewed the BPI acted as if bound by the APO. The Commission considered the aggravating circumstance that the law firm failed to notice the breach until
agency staff contacted the lead attorney almost two months after the breach occurred.

Case 5. A law firm filed a public version of its complaint containing CBI in a section 337 investigation. The Commission found that the law firm did not violate the APO since the CBI that was disclosed and made publicly accessible was not obtained under an APO related to a Commission investigation. In addition, the disclosure of the CBI occurred before an APO was issued in the Commission investigation. The letter to the firm advised it to practice better procedures in the future to ensure that no CBI is disclosed.

By order of the Commission.

Issued: March 22, 2016.

Lisa R. Barton,
Secretary to the Commission.

[FR Doc. 2016–06875 Filed 3–25–16; 8:45 am]
BILLING CODE 4830–01–P

DEPARTMENT OF JUSTICE
[OMB Number 1110–0011]

Agency Information Collection Activities; Proposed eCollection eComments Requested; Revision of a Previously Approved Collection: ViCAP Case Submission Form

AGENCY: Department of Justice, Federal Bureau of Investigation.

ACTION: 30-day notice.

SUMMARY: The Department of Justice, Federal Bureau of Investigation, Critical Incident Response Group has submitted the following information collection request to the Office of Management and Budget (OMB) for review and clearance in accordance with established review procedures of the Paperwork Reduction Act of 1995. This proposed information collection was previously published in the Federal Register at 81 FR 3159, on January 20, 2016, allowing for a 60-day comment period.

DATES: Comments are encouraged and will be accepted for an additional 30 days until April 27, 2016.

FOR FURTHER INFORMATION CONTACT: Patrick W. McDonough, Executive Director of the Joint Board for the Enrollment of Actuaries, gives notice of a closed meeting of the Advisory Committee on Actuarial Examinations.

A determination has been made as required by section 10(d) of the Federal Advisory Committee Act, 5 U.S.C. App., that the subject of the meeting falls within the exception to the open meeting requirement set forth in title 5 U.S.C. 552b(c)(9)(B), and that the public interest requires that such meeting be closed to public participation.

Dated: March 15, 2016.

Patrick W. McDonough,
Executive Director, Joint Board for the Enrollment of Actuaries.

[FR Doc. 2016–06941 Filed 3–25–16; 8:45 am]
BILLING CODE 4830–01–P

OVERVIEW OF THIS INFORMATION COLLECTION

1. Type of Information Collection: Revision of a currently approved collection.

2. The Title of the Form/Collection: ViCAP Case Submission Form.

3. The agency form number, if any, and the applicable component of the Department sponsoring the collection:
The form number is FD–676. The applicable component within the Department of Justice is the Federal Bureau of Investigation.

4. Affected public who will be asked or required to respond, as well as a brief abstract: Primary: Federal, state, local, and tribal government law enforcement agencies charged with the responsibility of investigating violent crimes. Abstract: Established by the Department of Justice in 1985, ViCAP serves as the national repository for violent crimes; specifically: Homicides (and attempts) that are known or suspected to be part of a series and/or are apparently random, motiveless, or sexually oriented. Sexual assaults that are known or suspected to be part of a series and/or are committed by a stranger. Missing persons where the circumstances indicate a strong possibility of foul play and the victim is still missing. Unidentified human remains where the manner of death is known or suspected to be homicide.

Comprehensive case information submitted to ViCAP is maintained in the ViCAP Web National Crime Database and is automatically compared to all other cases in the databases to identify potentially related cases.

5. An estimate of the total number of respondents and the amount of time